- CONFIGURATION OF AUTOMAINTENANCE -





18.0	CONFIGURATION OF AUTOMAINTENANCE





Automaintenance is a very powerful C-NET feature that allows your system to perform several maintenance functions at a specified time during the day.  Set this time from the general parameters screen of system configuration (see section 4.3).  C-NET will limit callers before this hour to insure that automaintenance occurs at the proper time.  Automaintenance must occur each day -- so the file prg.amaint must be placed on your P-files disk or into your RAM expander at all times.  The functions that automaintenance performs includes:





News file weed.  If you selected for news files to be deleted after a specified number of days when you added them, it is automaintenance which checks the news directory and removes old files.


	(2)	Message base subboard weeds.  If any of your subboards have ‘inactivity 			day’ settings, automaintenance will search for and remove old posts and 			old responses to posts from those subboards.


	(3)	File transfer subboard weeds.  If any of your UD subboards have ‘delete 			days’ settings, automaintenance will search for and remove old files from 			those subboards.





Additional automaintenance features that may be enabled by using the ‘prg.utilities’ menu option to do so include:





	(1)	User weed.  Automaintenance is able to perform a check for users who 			haven’t called for a specified number of days or more, and delete them.  A 		starting account number and an access coding (weed only certain groups) 			may also be specified.


	(2)	Display SAM table, with the option to reset the period column on a 			specific day of the week, or every day.


	(3)	Display the System Activity Graph, with the option to reset the graph to 			all zeros on a specific day of the week, or on every day.


	(4)	Display and delete the call log.


	(5)	Display and delete the error log.


	(6)	Display and delete the feedback.


	(7)	Display and delete the new user information.


	(8)	Display and delete the main file transfer log.


	(9)	Display and delete the P-file/G-file reader log.


	(10)	Validate (COLLECT) a series of disk drives.





If your printer is connected (and powered on), C-NET will print everything that you have chosen to be displayed.  In this manner, you may have your call log printed and restarted, automatically, each day.





C-NET will keep a log of everything that occurred during the last automaintenance occurrence in the file ‘sys.am log’.





Everything that is displayed will NOT be written to this log.  Its purpose is mainly to inform you of deletions (user weeds, message and file weeds) if they are not logged to printer.





18.1	UTILITIES P-FILE OVERVIEW





For your convenience, there is a P-file on your original master disk called ‘prg.utilities’.  In it, you will find several options available to you for executing any of the commands available in ‘prg.utilities’.  One way to gain access to the P-file, is to add it to the Sysop directory in your P-files area on your system.  Another way to use this program, is to use the ‘EX’ (execute) command at the MAIN command prompt.





18.2	CREATE SYSTEM POINTERS FILE





Your BBS is set up to find a user either by handle or account ID number.  It uses a file called ‘sys.pointers’ to hold the correlating data between handle and ID number.  At times, this file can be corrupted in memory, and may be improperly saved.  This will be evidenced by handles not being found (even though shown in the user listing), to ‘missing’ areas in your user base.  To correct this problem, the ‘C’ command in prg.utilities will re-create this file for you.  It first reads all pertinent data from your sys.udata file, and then sorts it to its proper format, then resaves the sys.pointers file to disk.  This command is normally not needed, and is not recommended for routine use.  Use only if you suspect a problem with your user base.





18.3	PREFERENCES EDITOR





C-NET has many flags that can be set and/or changed to make your BBS more individualized.  There are some things that might suit you better than others.  For this reason, you may elect to run a ‘closed’ system, or one that does not accept new users, or you may elect to have the U/D area closed at all times.  This function of the prg.utilities is available to edit these parameters and others.  Options include:





Sysop in/out	Would you rather have the ‘SY’ flag default to being on at all times (while still being able to turn it off if desired)?


U/D area open/closed	You may elect to have the entire U/D area closed at all times (if for example you don’t have enough space to operate a U/D area).


NW flag on/off 	If you wish to have a closed (private) system, you may turn the ‘NW’ flag on using this option.


Screen Blanking on/off	You can tell C-NET whether to turn on screen blanking at all times (upon bootup) with this option.


Default color change	You may select a new color without having to take the BBS down to change it in the setup utility.


Modem String at Logon	You may send a particular string to the modem when you logon locally (in addition to the in-place off-hook command).


Modem String at Logoff	You may send another string to the modem at local logoff time, in addition to the re-initialization string sent regardless of whether or not the last caller was local or remote.


System ‘Line’	The system ‘line’ is the line that is displayed at the beginning of the E-mail scan routine and again at the end of the list.  It is NORMALLY 38 equal signs (=) followed by a carriage return.  You may change it to anything you’d like to have.  A maximum of five characters may be used.


System Name	You may edit the system name as you would like it to appear to your users.  It defaults to ‘C-Net 128 v6.0’.  Note to programmers: The system name is kept in the variable sn$.


Password mask	You can change the mask for the password character (defaults to ‘*’) to another character if you wish.  NOTE: Some of the characters, namely the upper case graphics, will not necessarily be displayed.  You may get the upper case character (the shifted letter) of some graphics.


System password	You may also change the system REMOTE maintenance password in the preferences editor.





18.4	AUTO-BACKUP UTILITY CONFIGURATION





For your convenience, a file is included with your C-NET v6.* to allow you to back up essential files automatically during Automaintenance.  This command in prg.utilities is available to configure the system so that automaintenance will know what files to copy from what drive to what drive.





*NOTE: The backup should not be made to the same drive number as the one that C-	NET is running on.  If C-NET is running on drive 8, then the backup should be 	made to drive 9.


 


Several filename structures are allowed using the autocopy feature of C-NET.  You may select a specific filename, such as sys.udata, or you may specify a group of files by entering just enough characters to flag the autocopy routine to ‘tag’ all files matching that pattern.  For example, you may wish to have EVERY system file copied to another drive.  To do this, you might enter a file pattern such as sys.*, which would copy over every file beginning with sys. but would not include such files as menu e1.





You will be first prompted to tell the configuration utility what drive to copy from.  Enter the device and LU/drive to copy from.  Then you will be prompted for a target device/drive.  This is entered the same way as the source drive.  Finally, you will be prompted for a file pattern to match.





*NOTE: It is not recommended that you copy from one LU on your hard drive to another 	for using the Auto-Backup utility.  It for some reason does not like to do this.





When you have finished with the autocopy configuration utility, enter quit, which will prompt the software to ask if you want to save your work in this area.  Press the ‘Y’ key if this is correct, or the ‘N’ key it not.  You will be placed back at the MAIN prompt when the program is finished.





18.5	MESSAGE GENERATOR





The message Generator is new for v6.0.  It is a relative file that contains all the messages that the CN file used to have in text.  For example, if you do not have the dating area on-line and configured, if a user tries to enter the area, C-NET simply tells the user that the area is not on-line.  It uses this message file to tell the user that.





When you first get your v6.*, you should immediately run the Message Generator from the utilities menu, to create all the needed message records that CN will use to tell your users what is going on.





NOTE:  Your failure to do this will cause C-NET to not print these messages to your 	users.





When you run the file for the first time, it will tell you that it is creating the messages, and to please wait.  Your drive will run for a few minutes, and you will be placed at a prompt where you can add new records, delete a record, edit a record, or list records.





The most important thing to remember about adding a new record, is that the record number shown is one less than the actual number of records in use.  This is because the first record in the relative file is used to hold the highest used record.  Therefore, if you wish to create a record, and the number shown on your screen is 30, when you add the record for C-NET to look up to tell your users the message, you will need to add on to it, or have it look at record 31.  The format for looking up a record in the sys.messages file is as follows:





	x=[your number]:gosub [or goto]1515:end of routine





This will prompt C-NET to look up record #x in the file sys.messages.





Listing the messages will cause C-NET to simply start at the beginning of the file and display all the messages it contains.





Editing one will allow you to change one of the messages that it already contains.





Deleting one will remove it from the file.  NOTE: If you delete a record, whatever line in CN used to pull that message out of the file will cause C-NET to print a null character instead.





*******	It is your responsibility to remember what records you 	*******


*******	delete.  There is NO map for this file other than the		*******


*******	highest record used.						*******





Selecting the Quit function will ask if you are sure, and put you at the MAIN command level.





Restart e-mail is no longer a valid option for v6.*.  It will still do everything it says it will, but, your e-mail system will NOT be restarted due to a difference in file structures.





18.6	CALL-BACK VALIDATION CONFIGURATION





Once your C-NET is fully functioning and operational, you may elect to have C-NET help you with validating accounts by calling back your users assigned to the New User access level.  To create this file, you should have a list of all the local exchanges that your system can reach.  You will first be asked for your area code, and then whether you have tone or pulse dialing.  Finally, it will prompt you for an exchange area to dial, and you should enter only the exchanges that are valid for your area.





When you are finished entering exchanges, press RETURN without entering anything, and C-NET will save the numbers file for you.  You will be placed at the MAIN command level when it is finished.





18.7	BAD NUMBERS FILE CREATION





Once your C-NET is fully functioning, it is possible to have C-NET restrict certain phone numbers from users trying to ‘break into’ the BBS.  Numbers such as network services, or other dial in services can be entered here to restrict the user from entering them.  You might also have your BBS phone number in here so that it won’t be entered either.





To create the file, simply follow the prompts that C-NET will ask you to create the file.  When you are finished entering phone numbers to restrict, press RETURN.  C-NET will save the file and return you to the Main Command level.





