- MAINTENANCE SYSTEM -





17.0	MAINTENANCE SYSTEM





A flag in the access group configuration controls access to the maintenance system.  The maintenance system should be reserved for use by the system operators (sysops) of the system only.





17.1	ACCESS CONFIGURATION


Access configuration here, and in the rest of the system must be entered using a comma/semicolon range scheme.  For example:


	0,15		all 15 access groups


	1,10;15	groups 1 through 10 and 15


	2,7;9,14	groups 2 through 7 and 9 through 14


	4;9;10;15	groups 4, 9, 10 and 15 only





17.2	SYSTEM COMMANDS


17.2.1	View System Activity Graph (AG)


 This feature monitors usage compared to non-usage of the system over the course of the day, broken into 72 20-minute periods.  When displayed with percentage along the ‘Y’ axis and the day along the ‘X’ axis, one can easily determine the busiest and least busy times for the system.  Users may wish to use this information to attempt to avoid the busy signal when calling in.  The graph is continually running, and should become smoother as more system 	time is logged.  The graph can be reset to all 0’s by resetting the SAM period 	while in the “waiting for a call” mode.  See chapter 3 for more detail on doing this.





17.2.2	View System Activity Monitor (AM)


This will display the screen of information that is 	normally displayed while the system is waiting for a call.  SAM monitors many 	system activities, through several separate “time frames” of reference -- last call, 	since setup, specific time period, total, and current.





17.2.3	Edit System Activity Monitor (ES n)


Edit a SAM variable (which variable).  If you notice that any one of your SAM ‘current’ values has become inaccurate, you can manually adjust it by using this command.  Use n=0 for feedback, n=1 for mail sent, etc.





17.2.4	Edit Time Restrictions (ER)


The ‘ER’ command has the ability to restrict by particular access groups or restrict access to the UD area by particular access groups during certain hours of 	the day.  Also, 300 baud may be excluded from either at any hour.  To edit the 	current time restrictions, use the ‘.’ command.  Once the screen has been 	displayed, enter the hour number for AM or hour number followed by a letter ‘P’ 	for PM hours.  Then, enter strings of 15 0’s and 1’s -- moving from group 0 to 14, putting a 0 to deny access or a 1 to allow access.  Simply press ‘Y’ to allow 300-baud callers, if desired, when prompted.  For example, a value of 111111111111111 denotes all 15 access groups have access, while 	000001111111111 denotes that only groups 5 and higher have access, etc.





17.2.5	Re-loads the CN file (RL)


After you make any changes to the CN file in the basic shell, you may elect to have it reloaded into memory using this command in System Maintenance.  REMEMBER that the CN file is always in memory.





17.2.6	Time correction (SE).


This will let the operator correct the time and date.  If the system is running on a CMD hard drive, the program will read the internal clock of the drive to get the time.  If the time is wrong reset the internal clock in the drive.  If the time continues to be wrong, then it would be wise to have the battery changed by a technician.





17.2.7	Change the Maintenance Password (SP)


This password must be entered if you are calling from a remote system and have system operator access.  You cannot access the SM or and DOS command until you have entered the ‘ID’ command from the main.  REMEMBER this does not apply if you are calling from local mode.





17.2.8	Change System Font (SS(n))


Will select an alternative character font.  There are four provided on your original 	disk.





17.2.9	View feedback (VF)


This will let you read the feedback that users left using the ‘F’ command.  After the file has been read, you have the option to delete the file.





17.3	USER COMMANDS





17.3.1	Edit User Account (EA n)	


This will allow you the ability to edit a user’s access, password, calls today, total calls, minutes today, balance (cents), Game points, network credits, u/d counters, as well as his custom ratios and privilege flags (see EG for a complete list of these).  The basic idea is that you can edit everything that the user can’t edit himself.  You are also able to kill an account from here.





17.3.2	Edit Access Group (EG n)


Edit an access group (which group).  This will allow you to change any of the default values for an access group, including the title of the group.  You will be able to edit the following ratios and limits:





		Calls per day		:	0 = infinite


		Minutes per call	:	999 = infinite


		Minutes per day	:	0 = infinite


		Downloads/call	:	0 = infinite


		Uploads/call		:	0 = infinite


		U/D File Ratio		:	0 = infinite.  The number of files that one is 							able to download for every file that is 							uploaded.  Note that if this value is NON-							ZERO, a user MUST upload at least ONE 							file before downloading at all.


		UD/Byte ratio		:	0 = infinite.  The number of bytes that one is 							able to download for every byte that is 							uploaded.





		Free Bytes		:	The number of bytes one may download 							before the u/d byte ratio comes into effect.


		Messages/call		:	The number of posts, responses and e-mail 							one may leave per call.  0 = infinite.


		Feedbacks/call		:	The number of feedbacks one may leave per 						call.  No infinite value possible.


		Editor Lines		:	A value between 7 and 250, for the 								maximum number of lines a user may use in 						the editor.





And the following privilege flags:


	


	Use of the e-mail system


	Use of the p-files (on-line games) system


	Use of the g-files (on-line text files) system


	User list command


	MCI level 1 (most commands)


	MCI level 2 (sysop or privileged access commands)


	Ability to re-logon to the system


	Ability to edit personal data (the ‘Z’ command)


	System maintenance (sysop)


	Bypass of U/D  ratios


	Bypass of calls per day


	Bypass of minutes per call


	Bypass to all time restrictions


	Ability to send urgent mail


	Ability to Alias when writing messages (use another name as the author)


	Ability to ‘adopt orphans’ -- that is, allow files to be added from the disk into the 			list of items for an area


	Read private messages, if private messages are allowed in your message area


	Delete any U/D file


	Delete your own U/D files


	No inactive purge (will not be auto-deleted by auto-maintenance)


	Auto-validate files -- user’s files are instantly validated even in areas requiring 			validation


	Write anonymous messages, and then, only if anonymous messages are allowed in 		a particular message area


	Trace anonymous -- ability to see the author of anonymous messages.  				Anonymous messages are marked with ‘*’ beside the author’s name


	Ability to leave private messages in the public message areas.  This includes 			private uploads


	Forward your mail to their accounts


	Ability to write to the wall


	Ability to restart the wall.





17.3.3	New Account Creator (NA)


Create New Account.  This lets the operator create a new account without the hassle of going through the new user logon.





17.3.4	Reserved Account Creator (RE)


Reservation system.  The reservation system of C-NET allows you to assign a pre-authorized access level to desirable new users.  A new user with a reservation may enter “RES” at the ‘Enter your Handle or Login ID’ prompt after which he will be asked to enter his invitation number.  If this is a valid reservation number, he will then be asked to enter his temporary re-assigned password (which should usually be his name).  If the password is valid, he will then be taken through the normal new user applications, and then be given instant access to the system.  The RES system is even available when the Private System option is active.





17.3.4	View System New User Information (VN)


View new user applications.  This will read new user applications, and allow you 	to edit the new accounts as well.  After the file has been read, you will be given the option to delete the file.





Each message is displayed beginning with a header, containing the user’s name, ID number, real name, phone number & birthdate, and date the message was sent.  At the end of each message, there are several one key options available:





		A	Again. Re-read the message


		R	Reply.  To write a message to the user in e-mail


		S	Send.  To send the message to any user’s e-mail account (your 				account included)


		E	Edit.  To edit the user’s entire account (to delete it, change his 				handle, etc.)


		K	Keep.  To save that message and go on to the next one.


		N	Next.  Just to go on to the next message (the message will be 				deleted it the ‘Q’ command is never used).  The default is the 				RETURN key.  If you just press the RETURN key, you will go 				onto the next message.


		Q	Quit. Abort and return the system maintenance command prompt - 				no messages will be deleted.  However, you will be given the 				option to delete ALL the messages if you wish.








17.3.5	Update User Groups (UP)


Updates all accounts by user group with the exception of account number one.  Handy if you make a change to an access group as a whole, and then want to update each account.  This feature may be aborted by holding down the space bar.  It will stop shortly.





17.4	LOG COMMANDS





After each log is read, you will be given the option to delete the log if you wish.





17.4.1	Auto-Maintenance Log (LA)


Read/reset log of auto-maintenance.  This file contains information detailing the works of the auto-maintenance function.  If files are deleted, or users purged, a note of it will be made in this file.  After the log has been read, you will be given the option to delete the file.





17.4.2	System Error Log (LE)


Two types of errors are placed in this file; DISK errors and PROGRAM errors.





17.4.3	Caller Log (LC)


Read/reset log of callers.  For every logon or logoff to the system, a note is made 	into this file.  At the beginning of the line is the serial caller number, noting the total number of calls to your system.  Because local calls do not count towards this total, a -1 will be displayed for local calls.  After reading the caller log, you will be given the option to delete the log.  Several various sign-on and signoff 	methods are also noted in the log.  Here’s a key:





		SON	Normal sign-on


		REL	Re-logon command used


		NEW	New user


		ACB	Auto-called back


		TIM	Ran out of time


		CAR	Carrier was dropped


		ACB	Auto-call back failed to make connection


		IDL	Idle timer ran out


		INS	Used instant logoff (O!)


		SOF	Normal sign-off


		INF	Informational entry to the log





17.4.4	Auto-Backup Log (LF)


Reads log generated by the auto-backup utility.





17.4.5	P/G-File Log (LG)


Log of G-file and P-file activity.  Each time a user accesses a G-file or P-file, it is noted in this log.





17.4.6	Upload/Download Log (LU)


Notes will be made to this file detailing the who, what, and where of a file transfer.





17.4.7	Network Activity Log (NL)





17.4.8	New User/Guest Log


Read the master log of new user applications.  This file comes in handy when a user goes and changes all of his account information to invalid information and then begins to cause problems to the users and the board itself.  You can go back and use the file as a reference to the person’s real name, and phone number.








17.5	MAIL COMMANDS





MC	Forced mail creation.  A forced mail file is a file that is read to a user as soon as 	he signs on to the system.  Forced mail may not be aborted.  To create a forced 	mail file for a user, use the ‘MC’ command.  To remove a forced mail file, use 	the ‘MR’ command.





There are four meta-commands that may be used in a forced mail file.  Each command used must be placed on a line by itself.





%e	Will erase the file after the user has read it.


%o	Will disconnect after the user has read the file.


%s	Will suspend a user after he has read the file until a specific date.  The date 	should be laced immediately following the ‘%s’ command YYMMDD format, such as 920101 for January 1st, 1992.


%f	Will give the user option of leaving feedback before continuing with the rest of 	the file.





17.6	FILE MANIPULATION





17.6.1	Read a file (RF)


You will be prompted for a filename or path to read.  Adding ‘+p’ will force the file read to read a PRG file or ‘+b’ to force read the file as a BASIC 	file.  If the filename has any spaces in it, it MUST be put in quotes.





17.6.2	Write/Edit a file (WF)


You will be prompted for a filename (or path) to edit.  The file will be loaded into memory for editing.  If you ‘abort’ the file, you will have an opportunity to delete it altogether.  This provides an easy way to edit menus and other text files on-line.  If the file does not exist, then C-NET will make a file with the specified filename, and wait for you to enter your text.  When you use the ‘WF’ command, you are placed into the editor system to type in your text, so all editor commands are used here for editing, saving, etc.





17.7	DOS INTERFACE





17.7.1	Execute DOS Command (@)


Commands to the floppy drive or hard drive are communicated this way.  If the command has spaces in it, then you MUST add 	quote (“”) marks to it to ensure that it is issued correctly.





17.7.2	Read Disk Directory ($)


You can specify a pattern by adding ‘*’ or ‘?’ to the 	command.





17.7.3	Change the current drive (CD d,u)


(I.e.: CD 9,0) changes the default device 9, drive 0.





17.7.4	Move files (MF d,u “*”)


 Example (MF 9,0 sys.*) specifies that all files on the default drive 	with the sys. prefix be copied onto drive 9,0.  However, before the files are moved, you will be prompted for a ‘Y’, ‘N’, ‘D’, or ‘A’ for each file.  The files on the default drive will be called up from the directory, and each one will need to be answered to before they can be transferred the next drive.  This is a good check to make sure that you do not copy the wrong files.





17.7.5	Blocks free (BF)


You can check the free blocks on all drives.  C-NET usually checks all the drives for free space during log-off procedures after every five calls and updates the free blocks.





17.7.6	Read blocks free and update to disk (BF!)








17.8	EDITING THE FUNCTION KEY MACROS





Using your text editor, you can edit the file ‘sys.fkeys’ to change the function key macros.  Each line of this file represents a function key, numbered from 1 to 8.  For example, create a logon macro for yourself (your ID number).  You may define the eight function keys at the top right corner of the keyboard to print any text you desire.  This file must contain no more than eight lines, one line for each function key.  You may use the arrow key at the top left corner of the keyboard to represent a carriage return.  The length of all function keys combined must not exceed 254 characters.  You are not required to define all eight of the function keys.





17.9	READING FILES AND TYPES OF FILES C-NET CAN READ





When reading a text file, especially one created within C-NET’s normal editor, you may use the following syntax:





	SM (8,0); rf sys.start /p





The ‘/p’ parameter elects that you wish the file be listed to your printer (on-line and ready) as well as to your screen.





You may also use this combination of commands when reading a file:





	SM (8,0); rf prg.maint +p /p





This command line will allow you to read the PRoGram file prg.maint as an ASCII dump to your screen, and will also simultaneously list it to your printer.





17.10 MANUAL USER WEED PROGRAM





The program prg.weed has been added to the files.  This should be set up in the sysop utilities section of your P-files.  Prg.weed is a manual user weed system.  This utility allows you to set a weed date (number of days) and go through all your user accounts and choose ‘Yes/No’ as to delete that user.  It also takes care of killing their Email and dating accounts.





The autoweed file in automaintenance does work, but many sysops prefer to handle the weed process manually.


