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Chapter 1 : Understanding How TBBS Works 

Thank You For Using TBBS 

All of us here at eSoft want to take this opportunity to thank you for 
selecting The Bread Board System-TB BS-for your online information 
management needs. We wish to assure you we will do everything we 
can to make your TBBS experience a successful one. 

The purpose of this guide is to assist you in understanding our product 
in the shortest possible time. TBBS is complex, meaning that it is 
composed of many easily understood parts ( as opposed to complicated, 
which would imply that it is difficult to use). This guide will serve to 
explain "the big picture" of our product, which is critically important to 
successfully using TBBS. 

Please take the time to read through this guide before you 
install the software, and before you even open the large 
Reference Manual. Every minute you spend reading this 
material will save you at least 10 minutes in the long run! 

How to Use the TBBS Manual 

The TBBS documentation is composed of the following parts 

• Understanding How TBBS Works (This Book) 
If you are new to TBBS you should begin by reading this book. It 
contains basic, easily understood information on the concepts and 
operation ofTBBS which you must understand to use TBBS 
effectively. Even users of previous versions will learn from it. 

• Reference Manual 
A complete, detailed reference for system installation, setup and 
operation. This manual contains all of the detailed information you 
will need when you are setting up or using specific portions of TBBS. 

• In Case of Trouble ... 
This brochure details how to get technical assistance for TBBS. 

1-1 



Chapter 1 : Understanding How TBBS Works 

What is "The Bread Board System"? 

Contrary to appearances, TBBS is not so-named because it's a BBS 
(Bulletin Board System) software product. TBBS is an acronym for 
"The Bread Board System." But what does that mean? 

In the earlier days of electronics, engineers used empty circuit boards 
to prototype designs for their projects. They would place electronic 
parts on the board, wiring and soldering them together. This process 
was known as "bread-boarding" and the empty circuit board was the 
"bread board" itself. 

In 1980 when Phil Becker ( an electrical engineer himself) was designing 
what is now TBBS, he selected the name The Bread Board System 
because he designed the software to allow the same sort of extreme 
flexibility an engineer enjoyed with a bread board. 

With TBBS you have a component based system - like the engineer and 
his bread board. Once you have learned how to use TBBS, you can easily 
and quickly assemble a custom system from a series of parts, putting 
them together as your own unique needs dictate. 

You Are in Control 
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The Bread Board System lets you prototype by combination - to put the 
parts together any way you wish - changing parts or adding new parts 
easily as your needs evolve. Its template approach allows you to build a 
custom system from pre-fabricated parts without any programming. 
This accessible flexibility is what makes TBBS the most powerful 
product of its type available. That's why it is named after the concept of 
bread boarding. 

It can be helpful to your understanding of TBBS to think of it as a 
building toy kit. There are many different parts, each with a different 
function. You can use as many of each part as you wish (you have been 
given a virtually unlimited number of each one), and you can put the 
parts together any way you wish. 
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Most TBBS System Designers are familiar with only a small fraction of 
the parts in the kit, and use only some of those. TBBS is designed this 
way on purpose, so that the parts you need are there when you need 
them. You bread board your own unique system, using only those parts 
that suit your needs. 

BUT ALL I WANT 
IS EARL TO 

DOWNLOAD 
A FILE ... 

It's important to remember that with TBBS, you - the System Designer 
- are in control of your system. What TBBS does, what it looks like, and 
who can use it are entirely controlled by your input. However, because 
TBBS offers you so much flexibility it can be intimidating at first. If you 
learn the concepts explained in this manual, and spend a little time using 
TBBS, you will find it is quite easy to use. And once you master even a 
small portion of its capability you will find yourself designing multiuser 
information systems you never would have thought you could attempt 
alone. 
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Where to Begin 
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The first step to installing and setting up your new TBBS is to read this 
guide. It's designed to get you up to speed quickly and painlessly on the 
broad concepts of the TBBS software. This background is essential to 
successfully using the software. 

We know you're excited to begin, but take the time to read 
this guide completely, even if you don't read anything else! 

This guide will introduce you to all the functionality of TBBS. By the 
end, you will have an understanding of the following: 

• What TBBS is capable of doing 

• How TBBS handles access control 

• How users log on to your TBBS 

• How menus are built and operate 

• How accounting and tracking works 

• How you gather information from your users 

• How to upload and download files 

• How electronic mail is handled by TBBS 

• How the message system works 

• How you use TBBS to build your personalized system 

Once you have the basic understanding of these concepts provided by 
this manual you will be able to begin installing, configuring and using 
your new TBBS. 
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The Structure of TBBS 

Interaction with TBBS begins with logon - the act of someone connect
ing with your system, and logging on as a user. You have a great deal of 
control over this aspect of TBBS, as you'll discover later. You can limit 
access to your system in a variety of ways, controlling who can access it, 
through what methods, and for how long. Once a user is actually logged 
on, he can interact with the system itself, taking advantage of features 
you provide. 

Every TBBS system is constructed as a series of menus. The menus are 
like building blocks you use to build your own unique system. You are 
the builder and the architect. The menus are of your own design, and 
the structure you end up with can be as large or small, as simple or 
complex as you wish. 

Each menu is a series of smaller components called menu entries. There 
is a tremendous variety of these components, each designed to perform 
a specific function. These parts are pre-fabricated, so you can select the 
pieces that meet your needs best, integrating them wherever you want. 
Because there is a virtually unlimited supply of each component, you 
can use as much or as little of each as you want. If your application 
demands a lot of one piece and none of another, that's fine. Take only 
the pieces you need and leave the rest ( they won't go anywhere, and are 
available if you need them later). 

Each menu you build from the components "self-customizes" to each 
person who uses your finished system. Through a series of access 
controls you have the ability to decide who has access to anything on 
your system (and who doesn't). It's easy to provide things for a user or 
group of users, and restrict people from other things as you wish. With 
TBBS, you - the System Designer - are in control of your system . . . 
what it does, what it looks like, and who can use it. 
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What Does All This Mean to You? 
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So far, you've learned that TBBS is constructed of menus that you design 
and assemble from pre-fabricated components. You can use as much 
or as little of each component as you want, and you control access to 
each component. But what does all of this mean to you? 

By building menus yourself, you're creating your own custom system. 
The system you create will be different from systems created by anyone 
else. Your system will meet your needs in the way you want them met. 
It's this concept which makes TBBS so powerful. 

\ 
Since menus adapt to each user automatically, you can actually create 
multiple custom systems in one. The one single system you create may 
well appear differently to different users. Your TBBS can address the 
needs of many different people - whatever your own situation dictates. 

Because you're doing the building, and because you have a virtually 
unlimited number of parts at your disposal, you can build a structure as 
small as you want, or as large and sophisticated as you wish - the choice 
is yours! 
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How Access Control Works 

As you've learned, your system can automatically adapt to each user 
individually. TBBS wouldn't be very appealing if it gave everyone an 
"open door" to your computer system. For this reason, TBBS provides 
simple but powerful methods to control access, not only to the system 
itself, but also to the services you provide on the system. 

Access control applies to two areas of the system - at logon (when 
people call into the system) and in the menu structures you build. 

Logon Access Control 
Access to your TBBS is controlled by a system of user identifiers and 
passwords. Each user on your system will have a unique identifier, 
usually the user's name (but there are other options), along with a 
password. The entire ability ( or inability) of a caller to access your TBBS 
revolves around these two items, so as simple as they sound, they are 
very important. 

TBBS maintains a list of all users in a userlog. If a particular caller is 
unknown to TBBS, you can have the system automatically create a 
userlog account and authorize the·m with a set of default access control 
settings, or you can choose to disallow unknown callers from accessing 
your system at all. 

Menu Access Control 
To allow you to tailor access to your specific needs, there are two access 
control sub-systems in TBBS. One of these systems is inclusive, meaning 
you can provide different levels of access with each level including the 
lower levels. The other system is mutually exclusive, allowing you to 
assign a particular user ( or user group) access to any of several items in 
any combination you wish. 

Each user on your system has their own unique access authorization 
settings in their userlog account. These may or may not be the same as 
those of other users. 

1-7 
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Your TBBS system is constructed of menus, and each menu is made up 
of individual menu entries. You can control access to each and every 
menu entry on your system by setting access control on each one. These 
menu entry access settings are compared against a caller's userlog 
access authorization settings to determine whether or not a particular 
user is qualified to access any one system function. 

Menu Templates 
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The single most powerful feature of TBBS is its template-based menu 
structure.You've learned that you can control access not only to the 
system itself, but to each individual function the system provides. You've 
also learned that TBBS doesn't lock you into a particular menu struc
ture, because you build the menus yourself. The template menu struc
ture is what makes this possible. 

As the System Designer, when you create TBBS menus you are creating 
menu templates. You can create just one menu template that contains 
all the functions provided by your system, or you can create hundreds 
of templates in a sophisticated tree structure. 

Menu templates describe what users are able to see and access on your 
system. However, only some parts of any menu template you build may 
be used when the menu is customized for a particular user, because the 
user may not qualify for everything in that menu template. 

The menu templates you design and build are stored on disk for use by 
TBBS while it's running and are therefore called disk templates. When 
a user accesses a menu TBBS first reads the disk template into memory 
where it becomes a memory template. TBBS then builds a custom 
version of the menu for this user ( called the user template) from the 
memory template. 

This three-part process may sound somewhat complicated at first. It's 
actually very simple, however, because TBBS does it automatically for 
you. You just need to design and build the initial disk template - the 
general pattern - then TBBS automatically customizes each menu for 
each user, based on that user's access authorization settings (in the 
userlog). 
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How TBBS Customizes Menus 
TBBS creates a custom menu display for each user. This display is 
based on their access authorization settings (from the userlog) and each 
menu template entry's access control settings. Because a particular user 
may have access to some menu entries and not others, showing the user 
entries he or she is not qualified for doesn't make much sense. There
fore, TBBS creates a custom menu display for the user each time a menu 
is accessed. You should understand this process so you can obtain the 
displays you want, but you don't need to be too concerned about it 
because TBBS handles it for you automatically. 

When a user accesses a menu on your system, TBBS reads the menu's 
template from disk and places it in memory where it becomes a memory 
template. Until the user accesses another menu on your system, TBBS 
will use this memory template to build a user template each time the 
user returns from a function. It is at this point that the access control 
system comes into play. 

TO ~o PRDW<f 
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Once the memory template is established, TBBS employs its access 
control system to dynamically construct a user template. For each entry 
in the menu, TBBS compares the entry's access control settings against 
the user's access authorization settings. If the user qualifies for an entry, 
it's added to the user template. If not, the entry is skipped and is not 
added to the user template. 
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Chapter 1 : Understanding How TBBS Works 

In this way, the original menu template you designed is custom tailored 
to each user, based on their specific userlog access authorization set
tings. Once the user template is constructed, the entries on that menu 
template are processed by TBBS, allowing the user to interact with the 
system. We'll discuss this interaction in more detail later. 

It may seem at first that this would be a lengthy, time-consuming 
process. As detailed as it is, however, TBBS does it for you automatically 
in the blink of an eye. The user will notice no delay while this customiza
tion occurs -it's as though the system was already designed specifically 
- just for him. 

Menu Entries Described 
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Each menu template you build contains one or more menu entries, like 
individual choices on a list. Individual user access to each entry is 
controlled by you, so that the presentation of your system is customized 
for each user. 

It's now time to examine these entries in detail to understand how you 
use them. Each menu template entry is composed of four separate parts: 

• Access Control 

• Method of Access 

• Display 

• Function. 

Access Control 
Access control is a method of screening which users can access any one 
particular menu entry. Control can be either open ( anyone can see and 
access this entry) or restricted (the user's access control settings must 
qualify in order to see and access the entry). 
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Method of Access 
This is how the menu entry is activated. It can be by an active keypress 
( the user sees the entry, and presses a key to activate its function) or can 
be "auto-executing" which means it happens automatically when the 
menu template is loaded by TBBS for the user. 

Display 
This is the part of the menu entry shown to the user. After the menu 
loads and is customized for the user, the display portion of each 
qualifying entry is shown to the user. The user then selects which one of 
the entries he or she wishes to activate. 

Function 
As the name suggests, this is the actual function or operation that a 
particular menu entry performs. In TBBS, a function is a fairly low-level 
operation, such as entering an electronic mail message, downloading a 
file from a particular directory on the disk, or displaying the contents 
of a text file to the user. Functions are the "brass tacks" of what the 
system does. 

In TBBS, functions are called menu types. Menu types are all referenced 
by number. The complete list of menu types is shown in Reference 
Manual Chapter 6, Menus. 

You should now understand that you use menu entries to build each 
menu on your system, and that each menu entry you build is composed 
of four parts. You should also understand that these entries together 
represent a menu template, and that menu templates build your custom 
TBBS. 

1-11 
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The TBBS Access Control System 
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As you've already learned, TBBS provides access control in two primary 
areas, at logon and inside the system itself. We'll discuss the logon 
aspect of access control in Chapter 2 of this guide. 

The single most important area of access control is within the system 
itself. Because "the system" is composed of the menu structure you 
create, this area of access control is an important aspect of your task as 
a TBBS System Designer. 

The access control system is actually two independent systems in one -
privilege level, and access flags. Both work together to provide you with 
a high degree of control over your system, and which of its functions any 
particular user can access. 

Privilege Level 
Privilege levels are an inclusive access control, and are hierarchical in 
nature. Privilege levels are simply a number between 0 (zero) and 255. 
The higher the number, the higher the access. The higher levels are 
inclusive of the lower levels, meaning that access is being added to what 
was already available to the user. 

Access Flags 
Access flags are a mutually exclusive access control. There are 32 of 
these flags, and they are best thought of as "on and off" switches. The 
flags can be used alone or in combination, allowing you to selectively 
include or exclude particular users or user groups. 

The privilege level and access flags are independent from one another, 
but work in conjunction. On an entry-by-entry basis, both access control 
methods work to automatically and dynamically customize the system 
for each user. It's the access control system which makes this automatic 
customization possible. 
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Methods of Access 

You've learned that functions on your system are presented as entries 
on menus, an that you build these menus to customize your TBBS. There 
are two ways that these menu functions can be activated. 

Active Keypress 
This is by far the most common method of access. A list of menu entries 
is displayed to the user from the user template. (Remember that a user 
template is a menu that TBBS has automatically customized for a 
particular user.) 

As the menu entries are displayed to the user, he or she may at any time 
make a valid selection by pressing a single key. You as the System 
Designer decide what keys activate which entries. Keys are usually 
letters, numbers or printable punctuation. The user simply presses the 
key that corresponds to the entry he or she wishes to activate, and TBBS 
immediately performs the function selected. 

Auto-Execute 
Auto-executing menu entries are used in special situations where you 
want a TBBS system function to be performed automatically each time 
a menu is loaded and processed by TBBS. Auto-executing entries are 
useful in many situations. They are like any other menu entry except 
that they are not presented to the user as choices on a menu (because 
no active keypress is required to activate them). 

See Menu Processing at the end of this chapter for a detailed explana
tion of exactly when an auto-execute menu entry will be activated. 
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Functions (Menu Command Types) 
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You've learned that the building block components of a TBBS system 
are called menu entries. You put various menu entries together to form 
menu templates, and those menu templates describe the system itself. 

Most of the capabilities people associate with a bulletin board system 
are really just menu entries under TBBS. Menu entries enable such 
activities as "enter a message in this area", "display this text file to the 
user" and "enter this file download area" for example. 

There are two categories of menu entries. Navigational entries, which 
move the user from one menu to another, and functional entries which 
perform a specific operation. Both navigational and functional entries 
are implemented in the menu template in exactly the same manner -
their only difference is the action they perform. 

RE"AD 
S'(ST"EM 
&OU-€TIN 
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Navigational entries are like a corridor which takes you someplace else 
in the system, while functional entries are a final destination to a 
particular operation (function). 



Chapter 1 : Understanding How TBBS Works 

Navigational Entries 
Navigational entries, as the name suggests, allow users to navigate your 
template menu structure. Navigational entries take users from the 
current menu to other menus - forward or backward. Often you may 
group several menus to form a tree structure so TBBS also provides a 
navigational entry to go directly to the top-most menu of the tree. 

Functional Entries 
Functional entries are the raw operations that TBBS is capable of 
performing. They include reading and entering messages, downloading 
files, answering a questionnaire, and so on. Most users will perceive 
these functional entries as the heart of your system, because they're the 
actual "nuts and bolts" of what they do on your system. 

Menu Processing 

Step 1 

Step 2 

You've learned that TBBS customizes the menu display to each user on 
your system. You also know that the access control system uses a 
memory template to build the custom user template. 

There are four steps involved in the processing of a memory template 
into a customized user template. Let's look at these steps in more detail. 

Privilege and access flags required by the menu are compared to the 
current settings of the user, filtering out unqualified users on an entry
by-entry basis until the user template is constructed. 

Any auto-executing menu entries from the user template are taken in 
order, and marked as "executed" in the memory template. After each 
auto-executing entry, the flow returns to Step 1, where the user template 
is reconstructed from the memory template over again. This is because 
some types of menu entries can change the current user authorizations, 
and may affect which entries the user is or is not qualified for. The user 
template is rebuilt each time to keep authorizations in synch. 

Note, however, that auto-executing menu entries occur once, and are 
marked as "executed" in the memory template. So even though the user 
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Step 3 

Step 4 
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template is rebuilt each time, auto-executing entries occur once - until 
the memory template is rebuilt from disk, which occurs only if the user 
activates a navigational menu entry. 

If auto-executing entries (if any) don't change the menu via a naviga
tional entry then the menu title and text of the various menu entries is 
displayed to the user, and TBBS waits for the user to press a key. 

Any selected command is executed. If the user selected a functional 
entry, the function is executed, and flow is returned to Step 1. If the user 
selected a navigational entry, then the new disk template is loaded, and 
the flow returns to Step 1. 

This process occurs over and over again, until the user logs off the 
system. This repeating process is called a user session. The things that 
occur during the user session are your system. 

As complex as the process appears at first, you can see quickly that it's 
really very simple at its core. It's a defined process that simply repeats 
itself many times during the user session. It's your efforts as the System 
Designer that control what operations happen during the process, but 
the process itself is static, and is what happens in every TBBS installa
tion. 
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Understanding the Logon Process 

In the previous chapter we studied the importance of menus to TBBS. 
You've learned that menus are the heart of your system. But before any 
user sees a menu, they take part in the logon process - the act of 
connecting to and logging onto your system. This chapter will describe 
that logon process. 

Logon involves users ( callers to your system) connecting to your system 
through any one of a variety of methods. The user enters their unique 
user ID and password, and after a series of authorization and access 
checks, is allowed to interact with your system. 

The first part of the process is the physical connection. With TBBS, you 
have a great deal of flexibility with connections. The most common type 
of connection is a modem, connected to a regular telephone line, and 
allowing people to use their modem to dial your system and connect. 
There are other types of connections however, which allow you to 
address special connectivity needs. Regardless of the physical connec
tion, once the call is answered by TBBS the user makes the transition 
from connection to logon handling. 

TBBS begins the logon process by displaying an opening banner You 
design the appearance and content of this banner. 

ALL GUEsrs 
MUS 
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After the banner is displayed TBBS prompts the user to input their 
unique user ID. Normally this ID is the user's name but there are other 
options. TBBS requests this information so that it can decide what 
portions of the system (if any) the user has access to, and for how long. 
TBBS also maintains a password for each user so that it can verify the 
person logging on with a particular user ID. 

The user IDs and passwords are kept in a list called a userlog. Attached 
to each user's ID is a variety of information - terminal settings, access 
authorization settings, limitations on number of calls and call duration, 
the width and length of the user's screen, and much more.You maintain 
the userlog with a userlog editor, which allows you to add or delete users, 
authorize users, or change any user's parameters. 

When a user logs on, TBBS will attempt to locate the user ID in its 
userlog. If a user cannot be located in the userlog, TBBS will handle the 
situation whichever way you choose; you can have the system disallow 
the caller from access entirely, disconnecting unknown callers. Or, you 
can have TBBS automatically add them to the userlog, and provide them 
with default access authorization settings which you configure. 

Once the user is logged onto the system, there is other information that 
is displayed to them. You have a great deal of control over this part of 
the presentation. It includes options to list any messages waiting for the 
user, various user statistics, and bulletins or news files. 

After the logon handling presentation is complete, the user exits the 
logon process, and the menu process has begun. TBBS loads its "top 
menu" and the user's interaction with your system continues until logoff 
(when the user disconnects from the system and terminates the connec
tion). 

Although the logon process seems simple, you have a variety of options 
to control and tailor the process. 
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The Logon Process Explained 

The logon process begins when a user makes a physical connection to 
TBBS. It continues by identifying the user and deciding to permit them 
on the system ( or not) and displaying various information. During logon 
the user is taken through a variety of configurable presentations. Let's 
look at this process in more detail. 

Physical Connection 
Users can connect with a TBBS system in a variety of ways. By far the 
most common method of connection is through a dial-up modem 
connected to a standard voice telephone line. This method allows 
almost anyone with a modem and a telephone to connect to your system, 
and provides maximum accessibility to your users. 

Several other connection methods are available, however, which exist 
to meet special connectivity needs. Of these other methods, a hard
wired connection is probably the most common. This allows you to 
connect another computer or data terminal to the system via a standard 
serial cable and null modem adapter. X.25 packet switch network 
connections are possible (through a PAD) as well as ISDN telephone 
connections and data PBX switched connections. All of these physical 
connection methods use an RS-232 serial interface. TBBS requires all 
connections to come in to the system through an RS-232 serial port. 

Logging On 
Once a physical connection is established and TBBS becomes aware of 
a caller's presence logon handling begins. If your system is configured 
to handle multiple languages, then the very first step TBBS will take is 
to prompt the user to select their desired language from a list of those 
you have configured. Once selected, this language remains active for 
the user for the remainder of their call. 

Afterward ( or initially if your system uses a single language only) TBBS 
will display the banner. The banner can be a text file you've created, or 
you can use CED IT ( the TBBS configuration editor) to configure a brief 
logon greeting. You can also use both together if you wish. 
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After the banner display, the user is prompted for their unique user ID. 
As the System Designer, you have several options here. Normally users 
enter their own name as a user ID. You can have them enter it as a single 
name, or as first and last name separately. You can also choose not to 
use names at all, but instead to use a generic "user code" which can 
contain virtually any printable characters. 

Once the user has entered their user ID, TBBS will attempt to locate 
that ID in its list of users - called a user/og. If the ID is found in the list, 
then TBBS will prompt the user for a password (if any) to confirm the 
identity of the caller. 

You have two options in configuring TBBS to handle users that cannot 
be located in the userlog. If you choose, you can have TBBS display a 
brief text file to the user, then disconnect them from the system. In this 
case, the user has no access to your system if his user ID is not located 
in the userlog. Your other option is to have TBBS automatically add the 
user's ID to the userlog, and authorize them with a default set of access 
authorization settings. If you select this option, then you can also select 
the particular access authorization settings you want to use as the 
default. You can also configure a variety of other options, such as time 
limits, for these new callers. 

Userlog Settings 
TBBS maintains a variety of information about each user in its userlog. 
Each user ID has its own account or userlog record. In each record, 
TBBS keeps the user's ID, password, calling location, terminal settings, 
access authorization settings, limits and dozens of other settings and 
options. 

In cases where you allow new users to access your system ( a new user 
is one TBBS couldn't locate in the userlog and automatically 
authorized), the user will be asked for some of the userlog record 
information, such as their terminal settings. As the System Designer, 
you also have the option to default much of this information so the user 
is freed from entering it. If you don't allow new users, then you must add 
new users to the userlog yourself, and enter the various settings and 
options in their userlog record. 
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Adding, deleting or modifying existing users is all accomplished with 
the userlog editor - ULEDIT. With ULEDIT, you can view and modify 
any information about any of the users on your system. 

Passwords 
One of the most important parts of the logon process is password 
verification. This is how TBBS confirms the identity of the caller. A 
caller's user ID is available to other users on the system, and is the user's 
unique identifying label. To keep others from logging on and using the 
ID of another user, however, password verification is needed. This step 
is optional, but is highly recommended for all but very specialized 
applications. 

If you allow TBBS to automatically authorize unknown callers, then you 
can also have TBBS request a password for future logons. 

Users logging onto the system who are known to TBBS ( their ID is found 
in the userlog) will be prompted to enter their password after their user 
ID is entered and located in the userlog. 

Logon Display 
Once a user is signed onto the system successfully, you have a variety of 
options which custom tailor the display information. This information 
includes news or bulletin files ( text files you create), new user informa
tion (shown to unknown callers TBBS has automatically authorized, if 
you have that option enabled), user statistics (how many times the user 
has called, how many messages they've read, and so on), and finally you 
can have TBBS list any messages waiting for the user and optionally 
allow the user to read and respond to them. 

Much of the logon display information is optional and can be enabled 
or disabled by you, the System Designer. Some of the displays are text 
file based, so you can create the files and their contents to your exact 
format and needs. 
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Passing Off to the Menu system 
Once the logon process is completed and the various displays are 
finished, the menu process begins, and control passes from the logon 
process to the menu system. The top-most menu on the system, which 
TBBS calls menu 0000, is loaded and displayed to the caller. All 
control from this point on is within the menu structure, and the logon 
process is complete. 

What Happens Before Logon? 
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You've learned that the logon process involves several steps, and that 
you have control over most of these steps. Let's take a look at the options 
you have to customize the logon presentation, beginning with the steps 
prior to the user logon. To make this process easier to understand, let's 
follow an actual caller - Steve - through a sample logon. 

Connection 
The very first step is that Steve connects with your system. In our 
example, Steve is calling you on a modem line. On your end of the 
connection is a standard, dial-up modem connected to a regular 
telephone line. Steve also has a modem connected to his computer 
which he has used to call your system. 

Other Possibilities 

Users could also connect through a packet switch network such as 
BT Tymnet or SprintNet if you were a subscriber to those services 
and had a PAD connected to your TBBS. State-of-the-art ISDN 
connections are also possible. For users located on the premises, 
connections can be made through dedicated RS-232 serial lines 
directly to another computer or a data terminal. Many PBX 
telephone systems provide serial data connections, which can also 
be used to connect to your TBBS. 

With TBBS, you have many options for physical connections into 
the system, even though dial-up modems are by far the most com
monly employed method. 
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Speed Restriction 
With TBBS, it is possible to restrict access to certain lines by connect 
speed (baud rate). If you have chosen to limit speeds on Steve's line, 
speed checking is the first operation TBBS performs after the connec
tion. 

The speed at which Steve is calling is permitted by the system on his line, 
so Steve's call progresses to the next step. 

Other Possibilities 

If you choose to, you can selectively restrict users calling at par
ticular data speeds from connecting to any one particular line ( or 
group of lines) either permanently or during certain hours of the 
day. This optional configuration is performed on a line-by-line basis, 
in four speed groups: 

• 300 bps ( covering 110, 150, 300 and 600 bps callers) 
• 1200 bps (covering 1200 bps callers only) 
• 2400 bps (covering 2400 bps callers only) 
• 9600 bps ( covering 4800, 9600, 19200 and 38400 bps callers) 

Access to any particular line in any of the four speed groups is 
configured on a time range basis. You can select the start time and 
stop time during which calls for each speed group are allowed or 
you can allow them always or never. 

If a user connects at a speed that has been restricted by you, then a 
text file will be displayed and the caller will be disconnected from 
the system (no access will be given). You create and compose these 
text files. More information about restricting speeds can be found 
in Chapter 3. 

Language Request 
The next step in the logon process is the language request. By default, 
TBBS uses one language (English). It is possible to configure TBBS to 
use more than one language which you have translated and configured, 
in which case TBBS will query the user to find out which language they 
wish to use for the duration of their call. In our example, TBBS uses 
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just one language, so the language request step is skipped, and Steve 
moves to the next step. 

Other Possibilities 

TBBS features multi-lingual capability for situations where you have 
callers who speak a variety of languages. Even in cases where only 
one language is required, TBBS allows you to translate and use a 
language other than English (which is the default, and is supplied 
with TBBS). 

Language text is used in several places within TBBS: internal text, 
menus, and system text files. You may customize each text string 
TBBS uses through the EDLANG language file editor .. 

When multiple languages are configured, TBBS will query the user 
about which language they want to use. All languages you have 
configured will be listed, and the user chooses one. (If only one 
language is configured, this step is skipped.) This selection will 
impact several areas of the system, and at each point in the logon 
process flow we'll mention where language selection has an impact 
on your options. 

CEDIT Logan Greeting 
The next step in the logon process is the CEDIT Logan Greeting. This 
is a small amount of text that you can optionally configure in CEDIT 
( the TBBS configuration editor). If you have created this text and placed 
it in CEDIT, Steve will see it displayed to his screen. 

Other Possibilities 

You may also omit the CED IT greeting text if you wish, simply by 
not configuring it in CEDIT, or by removing any existing text from 
the Logon Greeting option in CEDIT. 

Multi-Lingual CEDIT text is not language specific. If you want to have language 
Impact specific greetings, use a banner file instead. 
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Banner Text 
The banner text is the next item to be displayed. This is an optional step. 
If you choose to configure the system to display a banner, you must also 
create the file to be displayed. The TBBS default is to use a banner text 
file, named SIGNONl.TXT, which is displayed to users connected on 
all lines. Steve sees the contents of this file displayed to his screen, and 
moves to the next step. 

Other Possibilities 

By default TBBS uses a single banner text file on all lines, named 
SIGNONl.TXT. You can change the name of the file, or choose 
that it not be displayed at all. You may optionally configure unique 
banner files for one or more lines, and you may selectively enable or 
disable the banner on one or more lines. 

Because the banner file is a text file, you may follow the unique multi
lingual text file naming convention (see Chapter 4) for any banner files 
if your system is configured for multiple languages. This means that each 
banner file you configure will be customized for the language selected 
by the user. 

Summary 
That completes the steps taken before the caller actually logs onto the 
system. You've learned that callers connect to the system, and can 
optionally be speed restricted. You've also learned that the user can 
select their preferred language (if you have implemented multi-lingual 
capability), and that up to two greetings can be displayed. Above all, 
you've learned that with TBBS you have a great deal of flexibility and 
control over nearly every element of the system. 

Now, let's proceed to the next area of the logon handling process, 
identifying the user and allowing or disallowing access. 
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What Happens During Logon? 

Logon is the process where the user is identified and logged into the 
system and begins interaction with the system itself. It is composed of 
several smaller steps, which we'll now take a look at. 

Logon Prompting 
The next prompt Steve sees is a request to enter his name. The system 
Steve uses prompts for his full name as a single entry. Steve types in his 
full name, and presses Enter. He is then taken to the next step in the 
logon process. 

Other Possibilities 

You can have TBBS prompt for a user ID in any one of three ways: 

• first and last name ( as separate items) 
• full name (as a single item) 
• user ID (which can be any alphanumeric identifier). 

The method you select changes only the way TBBS prompts the user 
- all user IDs are physically stored in the userlog file in exactly the 
same manner regardless of format. 

Multi-Lingual The exact prompt shown to the caller for their name - regardless of 
Impact which one of the three prompts is used - can be configured as you wish 

for each language using the EDLANG language editor. 
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Userlog Lookup 
TBBS next attempts to locate the ID the user typed in by looking it up 
in the userlog file. Steve can be located because he's an existing user of 
the system, so he's taken to the Location Verification step. 
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Other Possibilities 

You have two options for the handling of users that cannot be 
located in the userlog: 

1) You may choose to disallow new users. If you do this a file named 
NEWUSER.TXT is displayed and then TBBS disconnects them. 
No access to your system is allowed to unknown callers when TBBS 
is configured in this way. 

2) You may choose to allow unknown callers. If you do TBBS will 
add them to the userlog, and authorize them with a set of default 
access authorization settings you define. These options are covered 
in more detail in the New User Handling step. 

Location Verification 
This step has two different modes of operation - one for callers who 
have been located in the userlog, and one for those who have not. 

For callers that are located in the userlog you can have the system 
optionally prompt the user to verify their calling location stored in their 
userlog record. If you have configured TBBS to do this then the system 
will display the calling location on record, and confirm with the caller 
that it is in fact correct. If the user responds with a "N" TBBS will go 
back to the logon step and request the user's ID over again. Steve 
answers "Y" when asked if he's calling from Denver, Colorado, so he 
proceeds to the password verification step. 

Other Possibilities 

If you allow unknown callers to be automatically added and 
authorized, and the caller cannot be located in the userlog, TBBS 
will prompt the user to enter their calling location. By default, TBBS 
asks for the user's city and state; the exact prompt can be changed 
using EDLANG. The user then proceeds to new user handling. 

Multi-Lingual The exact prompts shown during location verification can be modified 
Impact to be language specific by using the ED LANG program. 
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New User Handling 
Because our example user, Steve, was located in the userlog by TBBS, 
this step is skipped for him. But if the caller was not found in the userlog, 
and you have configured the system to allow such callers, this step is 
taken.// you have configured TBBS to disallow unknown callers, this step 
is never taken because the user has already been disconnected. The new 
user handling step is actually composed of several smaller steps. 

Userlog Addition 
TBBS will first add the new caller to the userlog by creating a new record 
for him. This allows TBBS to locate this user the next time they call the 
system. 

User Authorization 
TBBS will then authorize the user for access based on the default access 
authorization settings you have configured. In TBBS, these are called 
the new user def au/ts and they will be given to all new users of your system 
automatically when they call. The settings include privilege level, access 
flags, and call limits. 

Prompt for User Profile Settings 
Using CED IT, you may optionally configure TBBS to assign a new user 
various other non-authorization related settings. These include ter
minal settings, screen width and length settings, and usewr preferences 
such as ANSI and Graphics. For those settings you have not chosen to 
default, TBBS will prompt the user with a series of questions and enter 
their responses in the userlog record. 

After TBBS creates a userlog record, the user then advances to the 
password verification step. 

Multi-Lingual All of the prompts can be changed to be language-specific by using the 
Impact EDLANG program. 
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Password Verification 
This step has two modes of operation: one for users that were located 
in the userlog, and one for those that were not be located and were 
automatically added to the userlog. 

Known User 
Our example user, Steve, is a known user because he was located in the 
userlog. As such, TBBS prompts Steve for his password. Steve has three 
tries to get it right - after the third attempt, TBBS will disconnect. After 
this step Steve moves to the Limits Check step (if he gets his password 
entered correctly),. 

Unknown User 
If the user was not located in the userlog, and was added to the system 
and authorized, you can optionally have TBBS prompt them to enter a 
password. If you have configured the system in this manner, TBBS will 
query the user for the password they desire. A brief instruction screen 
will be presented to the user. (The instruction screen can be edited using 
EDLANG, along with the exact prompt shown to the user.) After 
entering the password, TBBS can optionally confirm the password by 
asking the user to enter it again. 

Other Possibilities 

Password prompting is optional. If you had added Steve to the 
userlog, but left the password portion of his userlog record blank, 
TBBS would skip the password verification step. 

Using CEDIT, you can select two options for display of password 
entry- as-is ( where the letters of the password are displayed as they 
are typed by the user) or secured (where asterisks(*) are displayed 
as the letters are typed). The secured method prevents passwords 
from being obtained by someone "looking over the shoulder" of the 
user as they call the system, and is the recommended method for 
additional security. 

Multi-Lingual The exact text of the password verification and entry prompts can be 
Impact made language-specific by using the EDLANG program. 
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What Happens After Logon? 

Multi-Lingual 
Impact 
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Limits Check 
The next step which takes place is the limits check. As always with 
TBBS, you have a great deal of control over access to your system. At 
this point, TBBS checks four separate settings to determine whether a 
particular user is authorized: 

• Does the caller have adequate Billing Class 0 time? 

• Is the user's access expired by calendar date? 

• Has the user exceeded his number of calls per day limit? 

• Has the user exceeded his allowed time per day limit? 

The Class 0 check is performed if you gave the user a pre-authorized 
time limit. This optional feature (set with ULEDIT) allows you to 
pre-authorize a particular user for a total number of hours and minutes. 
When that amount of time is exhausted ( or the date has passed), he can 
no longer access the system. 

If you set an expiration date for a user and that date has passed TBBS 
treats the user as if he had been given a Class 0 time limit and used it 
all. 

If any of these checks reveal that the user has exhausted a preset limit, 
the file NOAUTH.TXT will be displayed to the caller, after which they 
will be disconnected and disallowed from accessing the system until 
their time or limits are reset. 

Other Possibilities 

You can choose not to use pre-authorized time limits, and/or allow 
unlimited calls per day or unlimited time per day. 

Because NOAUTH.TXT is a text file, you may follow the unique 
multi-lingual naming convention for the file (if you have configured the 
system for multiple languages). This means that you can optionally 
create separate NOAUTH.TXT files for each language the system is 
configured to support. 
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A3 Flag Line Bumping Check 
The next check to take place is that of "A3 bumping." As you'll learn 
later, it's possible to restrict users from access to certain lines, unless 
they are marked as "registered" by you. Steve is marked as registered 
so he continues to the next step of the logon process. 

Multi-Lingual Because the A3BUMP.TXT file is plain text, it uses the standard TBBS 
Impact naming convention for text files in multi-lingual installations. 

Multi-Lingual 
Impact 

User Status Messages 
The next step in the logon process is the displaying of any CED IT status 
messages. These messages are all optional, and are configured using 
CEDIT's Logon Options screen. On our example system Steve sees the 
following messages in order: 

TBBS Welcomes STEVE 
Calling From DENVER, CO 
Your last time on was 07/10/91 19:28 
You have read through message 4748 
current last message is 4756 
You have called this system 29 times before 
You are caller number 6906 

The first two lines cannot be omitted - the welcome line, and the caller 
location display. The exact text of these messages can be edited using 
ED LANG. The other messages can be selectively enabled or disabled 
with CEDIT. In order, they are: 

• Date and time of last logon 

• Number of last message read 

• Number of current last message 

• Number of calls user has made to the system 

• Number of calls made to the system total by all users 

• Display of current active combined board list for user 

The wording of the text displayed for each status message can be 
modified using EDLANG to be language-specific. 
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Impact 

Multi-Lingual 
Impact 
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News File Display 
The next step of the logon process is the display of the news file if one 
is present. By default, this file is named SIGNON2.TXT, which we will 
use in our example. We have this news file configured to display each 
time the user calls, so our sample user, Steve, sees this file displayed to 
his screen, then he advances to the next step; 

Other Possibilities 

The news file can be named differently than SIGNON2.TXT if you 
wish. You can also use one main news file, or customize news files 
on a line-by-line basis. You can also have the news file displayed 
once to each caller (until it's changed) or each time the user calls. 

Because the news file is a standard text file, you can use TBBS' standard 
text file naming convention to create a news file for each specific 
language you have configured. 

New User Information Display 
If the user was just automatically added to the userlog and authorized 
by TBBS for access, then this step will be taken. Since Steve is not a new 
user, he skips to the next step of the logon process. If the user is new to 
the system, the file NEWUSER.TXT is displayed if it exists and if it is 
enabled via CEDIT. 

Other Possibilities 

It is the TBBS default to use a single new user info file on all lines, 
named NEWUSER.TXT. You can change the name of the file, or 
opt that it not be displayed at all. You may optionally configure 
unique new user info files for any one or more lines, and you may 
selectively enable or disable the new user info file on any one or more 
lines. 

Because the new user info file is a standard text file, you may use TBBS' 
standard text file naming convention to customize a file for each lan
guage configured on your system. 
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List Waiting Messages 
The next step is the listing of waiting messages. We have configured our 
example system to list all messages waiting for the user. Steve will see 
messages addressed to him that he has not read automatically listed to 
his screen. The listing includes the date and time of the message, who 
it is to and from, the subject of the message, the message number, and 
the name of the board on which the message is posted. (This information 
is known collectively as the "message header." NOTE: Some parts of 
the message header display are optional.) 

After listing his waiting messages, Steve moves to the next step. 

Other Possibilities 

You can choose not to have waiting messages listed if you wish. This 
may be done either system-wide, or on a line-by-line basis. 

Read Waiting Messages 
NOTE: If you do not allow the listing of waiting messages (see previous 
step) then this step will not be taken! 

After Steve's messages are listed, he is given the option of reading and 
replying to the messages immediately. Steve chooses to read his mes
sages now, after which he moves to the next step. 

Other Possibilities 

You can choose not to allow the immediate reading of waiting 
messages if you wish. This may be done either system-wide, or on a 
line-by-line basis. 
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Transfer User to Menu system 
This is the last step of the logon process - releasing the user to the 
control of the menu system. If the user successfully arrives here, he has 
been given access, and is free to use the system under the constraints 
and limits you have selected. 

The passing of control from the logon process to the menu system 
involves the loading of menu 0000, the top level menu for the system. 
The user is then released from logon process control. 

In multi-lingual installations, the name of the top level menu is language 
dependent to allow the menu structure to be language-specific. The 
name of the top menu is 00Ln, where "n" is the is letter which 
corresponds to the language selected by the user. (Language "A" uses 
menu0000.) 



Chapter 3: Usage Control, Accounting, and Tracking 

Usage Control, Accounting and Tracking 

So far in this guide, we've been referring to you as the System Designer. 
But once your system is designed and implemented, you take over the 
role of System Operator - the manager and caretaker of your new TBBS 
system. (System Operators are often called "Sysops" for short.) 

With TBBS' control, accounting and tracking capabilities, you can 
regulate, account for and record system usage on a user-by-user basis, 
using a variety of approaches. You can control call and file transfer 
volume, and can manage the length of incoming calls to maximize system 
availability. You can also control and account for usage of the whole 
system, or individual portions thereof. You can also record many areas 
of system usage, both globally through audit trails and on a user-by-user 
basis. 

All good business managers need information to effectively carry out 
their decision making and supervisory tasks. Therefore, in order for you 
to be an effective manager of your TBBS, you too need information 
about its operation and usage. This information takes the form of usage 
accounting and tracking data, and TBBS provides several means to 
capture this information. 

Tracking data generated by TBBS also helps in your role as system 
manager and designer. For example, flaws in the design of your system 
may be reported by some of the tracking mechanisms, dictating a change 
in your design. 

With control, accounting and tracking, as everywhere within TBBS, you 
have a number of options open to you. 
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The Options for Control, Accounting and Tracking 
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The TBBS control, accounting and tracking options offer an extensive 
range of capabilities. Not all controls will be of interest to you, and some 
of the accounting data may not be very useful in your situation. Some of 
the various tracking capabilities are built-in and are "on" all the time, 
while others must be explicitly enabled by you before they are active. 

Control 
The primary means of usage control is implemented on a user-by-user 
basis. Each individual user can be independently controlled through a 
series oflimits. These limits include the number of minutes the user may 
consume per call and per day, the number of calls the user can make 
each day, and the number of bytes they may download each day. The 
four limit options can be individually set to a particular value, or left in 
an unlimited state. 

Users may optionally be assigned an expiration date. If the user accesses 
the system beyond the designated date, they will be shown a message 
you create, then disallowed from accessing the system at all. 

TBBS also provides a system of controls for regulating access time on 
a global (system-wide) or area (corresponding to a particular section of 
your system) basis. Using this method, you can pre-authorize a user for 
a particular amount of time, and once this time is exhausted the user 
can no longer access the specific area(s) you have controlled (or pos
sibly the system itself). 

Also available is a method of designating a group of your users who will 
be limited to using the system only on a particular line or group of lines. 
Finally, you can limit access on specific lines to particular data rates 
during particular time periods if you wish. 
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Accounting 
Whether or not you actually charge a fee for access to your system, 
accounting data can provide important feedback on the operation of 
your system. As part of each user's userlog record, TBBS always main
tains the user's number of calls (total and daily), connect time (total and 
daily), downloaded bytes (total and daily), and uploaded bytes (total). 

TBBS can also be configured to maintain time usage counters (hours 
and minutes) on a specific area basis ( corresponding to a particular 
section of your system) in up to 9 categories called billing classes. 

Tracking 
Tracking refers to the maintenance of audit trails. Audit trails allow you 
trace through various aspects of system usage. 

The primary means of maintaining an audit trail in TBBS is through the 
use of a log file. All major system events are logged, and you may 
configure several other logging options to track activity you are inter
ested in. The log can be disabled, or if enabled, can be routed to a 
printer, a disk file, or both simultaneously. 

Real-time conferences (inter-user chat areas) can be optionally logged 
to a disk file as well, providing a running sequential audit trail of all 
conversations that take place in each defined conference area. 

TBBS maintains a record of the last 10 calls ( date and time) made by 
each user of the system. This data is actually part of each user's userlog 
record, and is kept automatically by default. 

Finally, the last 127 callers to the system are also tracked and can be 
displayed online through a special menu entry command type. 
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Usage Control in Detail 
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You have learned the basic areas in which you have control over system 
usage. You have also learned how TBBS keeps track of system usage 
and what audit trail facilities are available to you. Now, let's explore 
these options in detail, starting with usage control. 

User Limits 
On a user-by-user basis, as part of each userlog record, you can control 
four simple but powerful limits. These limits are by far the most com
monly used methods of controlling system usage, and are employed on 
nearly every TBBS installation. 

Because they're stored in the userlog, you use ULEDIT (the userlog 
editor) to view or modify these settings. See Reference Manual Chapter 
11 for details. 

The first limit you may set is minutes per call. This controls how many 
minutes the user may stay online during any one particular call to the 
system. When the time limit is up, the user is disconnected. A warning 
message is displayed to the user at 2 minutes prior, then again at 1 
minute prior to being disconnected. 

The second limit is the number of minutes per day, which controls the 
total number of minutes (across all calls) that the user may consume 
each day. The counter is reset on the user's first call after midnight (the 
first call of a new day). 

The third limit you may set is the number of bytes that the user may 
download per day. When the user attempts to download a file which will 
exceed this limit, a warning message is displayed. (You can have par
ticular download commands override this limit automatically if you wish 
- controlling which files are restricted by this limit.) The counter is reset 
on the user's first call after midnight. The fourth and final limit is the 
number of calls the user may make to the system in any one day. When 
the user attempts to make a call into the system which would exceed this 
limit, a warning message is displayed, and the user is disconnected. 
(This counter is reset on the user's first call after midnight.) 
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Expiration Date 
TBBS provides you the option of setting expiration dates for each caller 
if you wish. The TBBS default is that no users have expiration dates set. 
If you choose to set an expiration date for a particular user, that user 
will be able to use the system normally ( within the constraints set by 
other usage controls) but access to the system will be prohibited after 
the set date. If a user calls the system after that date, a text file named 
NOCLASS0.TXT will be displayed (if it exists). Once the expiration 
date has past, you will need to reset it before the user can have access 
again. 

Other Possibilities 

Expiration date handling can also produce access flag changes in 
lieu of prohibiting access . If configured in this manner, 
NOCLASS0.TXT will not be displayed- the access flags of the user 
are simply modified as you configure, and the user remains 
authorized for access. 

Because NOCLASS0.TXT is a text file which you create, you can use 
TBBS' multi-lingual naming convention to customize this file for sup
ported languages. 

Regulating Access Time 
TBBS provides a mechanism known as "billing classes" to control (and 
account for) system usage on a system-wide or section-by-section basis. 
Billing classes are numbered 0 through 9 and billing class 0 is the global 
billing class - meaning that it applies everywhere on the system. Billing 
classes 1 through 9 are Sysop-configurable, and are assigned by you on 
a menu-by-menu basis to indicate areas you wish to track or control. 

If you pre-authorize a user with billing class 0 time (in ULEDIT) then 
the user will only be able to spend the number of hours and minutes on 
the system that you have authorized. 

If you pre-authorize time within other billing classes (1 through 9), the 
user will only be able to spend that amount of time within any menu 
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which is assigned that billing class. NOTE: Time is counted from the 
moment of entry to a menu until the user leaves that menu. 

If a user exhausts their time within any billing class a text file named 
NOCLASSn.TXT will be displayed (where "n" is the billing class). The 
user will not be able to access any menu with that billing class assigned 
to it, nor any function inside that menu until you re-authorize them. 

Other Options 

Billing class time expiration can also be handled an alternate way. 

Using CEDIT, you can configure billing class expiration to modify 
access flags to provide restricted access for the user. If you configure 
billing classes in this manner, then the NOCLASSn.TXT text file 
will not be displayed. Instead, the designated access flag changes 
will take place, and the associated billing class limit will be reset. 
The user's ability to navigate and use the system after this change is 
designed and configured by you. 

If billing class 0 expires, however, the user will still be logged off the 
system. When the user calls back, their access flags will be changed 
as you have configured, and the user will be allowed to use the system 
normally, within the constraints of other usage limits you have put 
in place. 

Billing classes also have accounting capabilities which are discussed 
later. 

Multi-Lingual Because the various NOCLASSn.TXT files are text files, you can apply 
Impact the standard multi-lingual text file naming convention to customize the 

file for each configured language. 
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Line Group Usage Control 
TBBS provides you with a method of splitting your user base into two 
groups, and limiting the lines on which one of the groups can access your 
system. The primary application of this feature is to limit new users or 
other "reduced access" groups to certain lines. This feature is called 
"A3 Flag Line Bump" due to the way it operates. 

This capability revolves around the "full access" flag setting in each 
user's userlog record. This flag defines which of the two groups a 
particular user belongs to - those who are limited to access only some 
lines of your system or those who are not. 

The second key part of this functionality are the A3 flags and their 
relationship with incoming lines. Within CEDIT, you can optionally 
have a line or line group set selected A3 flags. When a user calls in on 
a line configured this way, his A3 access flags are changed to what you 
configured for that line. (NOTE: This feature does not have to be used 
for usage control exclusively; you may use it to control what menu entries 
are available on what lines, for example.) 

Users who have their full access flag set in the userlog will be able to 
access all lines without intervention by this usage control method. Users 
who do not have their full access flag turned on may be "bumped" from 
the system depending on whether or not their A3 flags match the setting 
of the A3 bump flags you set using CED IT. 

For example, let's assume you wanted unregistered users to be able to 
access line 1 only, and be bumped from all other lines. A3 flag 1 (A3[1]) 
is available, so we'll use this flag to indicate restricted lines. Within 
CEDIT, all lines (except line 1) will be configured to set the A3[1] flag 
on. Also with CED IT, you configure the A3 bump setting to bump users 
with A3[1] on. Only users with the full access flag set can then use lines 
other than line 1. If an unregistered user attempts to call on any line 
other than line 1, they will be shown the text file A3BUMP.TXT and 
then will be disconnected from the system and not allowed access. 

Because A3BUMP.TXT is a text file which you create, you can use 
TBBS' multi-lingual naming convention to customize this file for sup
ported languages. 
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Limiting Data Rate Access 
The final means of controlling usage of your TBBS is through the 
limiting of calls to particular data rates, during particular times, on 
particular lines. 

For example, you could selectively restrict 1200 bps callers from dialing 
into lines 2, 3 or 4 from 11:00am to 3:00pm. You can control which data 
rates are restricted, on which lines, and during which hours. The default 
is to allow all speeds on all lines at all hours. This control is implemented 
through CED IT, as a part of each line definition. Speed may be limited 
by four speed groups as follows: 

• 300 bps ( covering 110, 150, 300 and 600 bps callers) 

• 1200 bps (covering 1200 bps callers only) 

• 2400 bps (covering 2400 bps callers only) 

• 9600 bps (covering 4800, 9600, 19200 and 38400 bps callers) 

If a user calls the system with a restricted combination ofline, date rate, 
and time, a text file will be displayed, and the caller disconnected and 
not allowed to access the system. The files themselves are customized 
for each independent data rate - not data rate group. The files are 
named as follows: 

BAD0110.TXT 
BAD0150.TXT 
BAD0300.TXT 
BAD0600.TXT 
BAD1200.TXT 
BAD2400.TXT 
BAD4800.TXT 
BAD9600.TXT 
BAD019K.TXT 
BAD038K.TXT 

(for 110 bps calls) 
(for 150 bps calls) 
(for 300 bps calls) 
(for 600 bps calls) 
(for 1200 bps calls) 
( for 2400 bps calls) 
(for 4800 bps calls) 
(for 9600 bps calls) 
(for 19200 bps calls) 
(for 38400 bps calls) 

Multi-Lingual The various BADxxxx files are standard text files. As such, you can apply 
Impact the standard TBBS text file naming conventions to create a unique 

version of each file for each language configured. 
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Usage Accounting in Detail 

As you've learned, usage accounting allows you to gain an under
standing of system usage on a user-by-user basis. Whether you choose 
to actually charge a fee for the use of your system or not, accounting for 
usage lets you know who is using your system, for how long, and to what 
extent. 

Basic User Statistics 
For every user on the system, TBBS maintains a set of very basic but 
critically important accounting information. These four accounting 
tools are part of each user log record, and are automatically maintained. 
They are: 

Number of Calls 
A count of the number of calls the user has made to the system is kept 
for both total calls ( calls since the user was added to the system) and in 
the last day. The calls per day counter is reset to 1 with the user's first 
call after midnight. 

Connect Time 
An incrementing timer is kept. which records the user's time spent 
connected to the system. Time is recorded for both total usage (since 
the user was added to the system) and during the last day he was on. 
The last day recording is reset to 0 (zero) with the user's first call after 
midnight. 

Downloaded Bytes 
You may often wish to know how actively a user has been downloading 
files from your system. For this reason, a byte counter is maintained for 
downloads, for both total downloads (since the user was added to the 
system) and in the last day. The last day counter is reset to 0 (zero) with 
the user's first call after midnight. 

Uploaded Bytes 
Another important aspect of file transfer activity is uploading. TBBS 
also maintains a count of the total bytes uploaded by the user. This 
counter reflects all uploads made by the user since he was added to the 
system. 
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Specific Area Usage Counters 
You may wish to count usage on an area-by-area basis, rather than 
everywhere on the system. For this, TBBS provides "billing classes." In 
addition to simply controlling access (which you learned about before), 
billing classes also provide usage accounting capabilities. 

I 

You can set billing classes on a menu-by-menu basis. Time spent in a 
menu or any functional entry within it will be accrued in that cor
responding billing class's time counters. Time is recorded in hours and 
minutes used. 

If you choose to implement billing classes by assigning them to menus, 
you can view the accrued time data via ULEDIT for each user on the 
system. You can also modify the data if you choose while using 
ULEDIT. 

NOTE: With billing class 0 (the global billing class), time will not be 
accrued unless you use pre-authorization usage control ( discussed 
previously). This is because global time is already being recorded as a 
part of each caller's userlog record. For billing classes 1 through 9, time 
recording will automatically be in effect if the user access a menu with 
billing class 1 through 9 assigned to it. 
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Usage Tracking in Detail 

Usage tracking is the maintenance of audit trails. Audit trails provide 
running accounts of system activity, allowing you to "backtrace" through 
the things that have occurred on your system. Usage tracking may not 
be directly accessed often, but can be critical in locating and repairing 
situations of minor system failure or abuse of the system on the part of 
users. 

Log File (Dayfile) 
The primary audit trail within TBBS is called the "dayfile." The dayfile 
is simply a running log of system activity. Among the information it 
records is: user logon/logoff, file transfers, menu accesses, message 
entry and DOS errors that have been encountered during the running 
of the system. 

The various user information allows you to track the activity of users on 
your system. You can know at a glance where they've been, and what 
they've done. 

TBBS logs all encountered DOS errors to the dayfile as well. This allows 
you to track such problems as missing files, missing menus, and a variety 
of hardware or software related problems. 

The dayfile is optional. If you choose to maintain it, you can have the 
output routed to a disk file, a printer connected to the system, or both 
simultaneously. You can also selectively enable and disable certain 
aspects of dayfile recording. All dayfile configuration is accomplished 
through CEDIT. 
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Real-Time Conference Recording 
If you implement real-time, user-to-user conferencing (chat areas) on 
your system, then you have another usage tracking option - that of 
recording the conversations within the chat areas. 

If you choose to record conference activity, a separate audit trail will be 
maintained for each conference you record. (You may record some and 
not others if you wish.) 

As conferences are defined using CEDIT, numbers are given to each. 
These numbers are used in forming the name of the audit trail which 
will be recorded on disk as a text file. Conference number 1, for example, 
will be recorded in CONF01.REC. Conference 2 will be recorded in 
CONF02.REC, and so on. 

Private conversations and user pages will not be recorded as part of the 
conference audit trail. 

Last 1 O Call Recording 
TBBS automatically maintains a list of the last ten (10) calls each user 
has made to the system. For each call, TBBS records the date and time 
that the call began. This list can be useful in determining the level of 
activity for any caller on the system. 

This information is stored as part of each caller's userlog record, and 
hence can be viewed with the userlog editor - ULEDIT. 
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An Introduction to Questionnaires 

Bulletin boards are often used to gather information from your callers, 
and TBBS provides an easy yet remarkably powerful way of doing just 
that. Whether you want to simply query new callers to your system, 
implement online product ordering, or allow your users to cast a ballot 
on the issues of the day, TBBS' questionnaires are the place to go. 

p.':>"'-
C)'I" ~ 'i'f;;vJ ~,s< 

':," 

SI-\INe:R.'S 

S/2oes ~IE5 

~,1.' 

.l)!SCD-SOU 

Record 

Questionnaires provide two basic types of user queries. Survey func
tions allow you to ask questions and store the responses to disk. Voting 
functions allow you to have ballot questions, where user responses to 
multiple choice questions are tallied. 

If you wish, you can intermix surveys and voting into a single question
naire. Questionnaires have no limit on the number of questions or the 
total size of the questionnaire itself. 

TBBS provides a special language for constructing questionnaires. 
Don't let the term "language" scare you - even non-programmers can 
successfully create working questionnaires with just a little effort. 

Questionnaires are used to gather information from your callers, and 
provide voting functions. You write questionnaires with a special, easy
to-use language. Now let's look at questionnaires in more detail. 
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Questionnaires in Detail 
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There are two basic questionnaire functions - survey and voting. You 
are free to use them separately, or together within a single question
naire. 

Survey style questionnaires are those where you wish to gather (and 
usually save) data entered by the user. A survey is used for new user 
questionnaires, online order taking, user profiles- any type of gathering 
activity which demands free-form user input. 

TBBS provides a great deal of power with surveys. Users can enter 
strings (free-form text), numbers, yes/no type responses, credit card 
numbers, dates, and social security numbers. Credit card numbers are 
automatically format-checked and check-digit verified for accuracy and 
matching against accepted credit card issuers. Social security numbers 
are format-checked. The information gathered can be selectively saved 
to disk, or discarded. 

Voting type questionnaires are those where you want to gather cumula
tive information from your user base. By providing questions with set 
multiple-choice responses, your users can select their preferred 
response to each query. The responses are saved and accumulated 
automatically, and may be viewed online using a special menu entry or 
offline with a special utility. Ballots can be secret if you wish ( where even 
you as the System Operator won't know how a particular user voted). 

As we've mentioned previously, both types of questionnaires can be 
combined freely. For example, you can easily construct one that has a 
few free-form questions which are saved to disk, followed by multiple 
choice voting questions. One possible application would be online 
product ordering which includes voting functions on the quality of 
service or product selection you offer. 
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How Questionnaires Are Constructed 

Questionnaires are implemented in TBBS using the Question and 
Answer Language - QAL. The term "language" shouldn't alarm you. 
Although QAL features the power of a computer programming lan
guage, it's really very simple to learn and use. Because questionnaires 
can be as simple or complex as you wish, you probably won't need to 
learn all of the elements of QAL in order to be productive with ques
tionnaire design and implementation. 

The Question and Answer Language - QAL- provides all of the tools 
to construct questionnaires. It provides a set of defined elements that 
you assemble into a questionnaire with an ASCII text editor. This text 
questionnaire is processed by the QAL compiler, and the result is a 
binary version of the questionnaire that it used by TBBS itself. 

Source text questionnaires have the file extension .QAL, and binary 
questionnaires have the file extension .OAF. To provide user access to 
a questionnaire you create a menu entry which references the .OAF file. 
A Type 32 menu command runs the questionnaire while a Type 33 menu 
command will summarize the vote totals in a questionnaire. 

QAL includes a variety of ways to control the flow of a questionnaire. 
For example, assume you wanted to implement online product ordering 
through a questionnaire. You could ask a user whether they are paying 
by C.O.D. or credit card. Obviously it wouldn't make sense to ask a 
C.O.D. customer for their credit card number. QAL allows you to 
change the behavior or flow of the questionnaire depending on user 
response or other input. 

Full-screen presentations are also possible with TBBS' questionnaire 
functionality. You can construct questionnaires as "fill-in-the-blank" 
forms for users with ANSI or VT-100 terminal emulation. The same 
questionnaires will automatically be presented in line-oriented, 
prompt/response form for callers without such terminal emulation. 

A complete discussion of QAL - including examples - can be found in 
Reference Manual Chapter 8, QAL. 
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The TBBS Message System 

One of the most common uses of a bulletin board system is for electronic 
communication. TBBS provides a variety of methods for your users to 
send electronic messages to one another. In fact, TBBS offers the widest 
selection of message handling options of any bulletin board software. 

With TBBS' message features, you can allow your users to communicate 
privately, user-to-user. You can also implement public message discus
sion areas. You can even provide topic based message facilities, pre- . 
viously unavailable outside of sophisticated conferencing systems. All 
three of these types of message facilities can be used on your system, or 
(as with all TBBS capabilities) you can select only the ones you need. If 
you choose, you can opt to provide no message functions at all. 

TBBS features powerful message entry and retrieval tools that are 
among the fastest, most intuitive available. Most callers can effectively 
use the message facilities with little or no explanation or training. The 
raw speed of message retrieval is especially useful for new callers, as 
they can quickly read through or scan message conferences with ease. 

TBBS stores all of your messages in a two-file message database system. 
This design allows specific messages or message groups to be located 
by TBBS and begin displaying to the caller in the blink of an eye. 

The message system has a total capacity of 60,000 individual messages. 
Depending on the type of message areas you implement, you can have 
a virtually unlimited number of individual message areas - groups of 
messages that pertain to the same basic topic. 

TBBS also provides an array of special features for its message system. 
Users can enclose a file with a message ( analogous to giving a computer 
diskette to an associate with an attached memo). The recipient can read 
the message, then download the accompanying file - the message and 
file are in an "electronic envelope" if you will. 

The paper mail analogy is also duplicated with carbon copy and mailing 
list features, as well as return receipts and message forwarding 
capabilities. 
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The TBBS Message System in Detail 

TBBS has a robust message system with a powerful array of features 
which allow you to present customized electronic communication on 
your system. You've learned why the message features are fast and 
plentiful. Now, let's take a look at the TBBS Message System in detail. 

Introduction 
As with all ofTBBS, the message handling features are accessed by the 
user as menu functions. As such, you can use the access control system 
to limit access to message features. If you wish, you can even disable 
message features entirely by not adding the access commands to your 
menu structure. 

You can also implement access control with each message board, 
separate from access control at the menu level. This type of control 
allows, for example, users to read messages on a particular message 
board but not to post replies to them. (Message boards are introduced 
later.) , 

The TBBS message system stores· messages in two separate files. One 
of the files (MSGHDR.BBS) contains information about each message; 
the other (MSG.BBS) contains the text of the messages stored on the 
system. This database layout allows very rapid, easy message retrieval. 

Messages are stored in distinct areas, called message boards. All mes
sages in all boards are stored in the two message files but all messages 
in one board are logically grouped together for purposes of organization 
and access. Message boards each have a name you supply, which sets 
forth the general focus of all messages on that board. Each board is 
defined to have one of three message handling types which we'll discuss 
momentarily. 

Messages can be entered in two ways: directly, or as a reply. If a user 
wishes to post a new message or to start a new discussion, he can simply 
enter the message with TBBS' message editor. The editor is easy-to-use 
and most users can be productive with it without any special training or 
instruction. 
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Messages are retrieved through the TBBS message reader. The reader 
is simple and designed for quick message access. Users can reply to any 
messages they read (if they are so qualified), which will temporarily take 
them to TBBS' message editor. After saving the reply, they return to 
message reading. 

Messages are normally retrieved in sequential, chronological order. In 
this manner, messages will appear in the order they were written by 
users. You and your users also have the option of retrieving messages 
in reverse order, or you can retrieve specific messages a variety of 
different ways. 

TBBS features advanced subject chaining (sometimes called thread
ing). A subject chain begins with a single message, entered by a user. 
Each reply to that original message causes the reply to be added to the 
chain. (Replies to the replies are also added to the chain.) Each message 
in the chain is an additional thought or response on the original subject, 
therefore the messages together form a flowing, dynamic conversation. 
While reading messages, you and your users can choose to follow a 
message chain and see all entries on that subject in thought sequence, 
then afterward return to reading remaining messages in sequential 
order, independent of the chain. 

TBBS provides three message handling methods, each with their own 
purpose and range of features and benefits. They are: electronic mail 
( e-mail), standard and topic. They are referred to as board types since 
they are associated with a message board as it is defined. Message 
boards are defined by you in CED IT. 

Electronic Mail 
One of the most common paradigms in electronic communication is that 
of electronic mail. There is a common misconception that all electronic 
messages are "electronic mail" and in a sense, the description is ac
curate. However, TBBS uses the original meaning of the term - private, 
person-to-person communication electronically. 

A message board defined as electronic mail type has special message 
retrieval tools designed around the needs normally associated with 
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private, person-to-person communication. These tools are different 
than they are for the other handling types (standard and topic). 

System Operators (such as yourself) are authorized to read electronic 
mail messages, whether you are a party to them or not. No other users 
can read electronic mail messages unless they sent the message or are 
the recipient of the message. 

Standard Messages 
Another common paradigm for message handling is that of public BBS 
message conferences. When you define a message board as standard 
type, you will be allowing public conversations to occur on that board. 
Users who are authorized may enter, read and reply to messages posted 
there. You can optionally configure a standard board to allow private 
messages to be mixed with public ones, but the default will always be 
that the messages are public. 

As public messages, any users authorized to access the message board 
will be able to read any messages posted there, regardless of who 
entered a message or who it's to. Private messages on a standard board 
work as electronic mail does- only the sender, recipient and the System 
Operator can read the message. 

Topic Messages 
Although standard type message boards allow subject chains, oc
casionally you need additional power in topic handling. The topic 
message board type provides outstanding flexibility and power in topic 
handling. There is also a limit of 63 message boards if only electronic 
mail and standard type boards are used; topic boards allow you to 
implement a virtually unlimited number of distinct message areas. 

Topic boards allow the sort of power that previously has only been 
available on UNIX-style message conferencing systems. Online services 
such as McGraw-Hill's BIX and conference software such as Caucus 
and Participate use this type of message handling. 
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Conceptually, topic boards allow users to dynamically "join" topic areas 
within the board, and read messages within that topic independently 
from other topics. 

Topic boards also allow the Sysop (or other designated users) to 
function as message conference moderators. These moderators can 
dynamically add and remove topics to and from the board, and can move 
messages or message groups among topics - all without reconfiguring 
the system. 

The topic interface is hierarchical in nature, like a tree. Each topic has 
a root ( the actual topic board) and sub-topics branching out from the 
root. There can be messages stored at each level of the tree. Users can 
join and resign sub-topics on the board at will. When a particular topic 
is accessed, any topics the user has joined are available to him for 
reading. Full subject chaining is also available within each topic. 

Topic boards can be accessed one of three ways: as a topic/sub-topic 
hierarchy with full topic navigation ( as described above); as a simulation 
of several standard type boards combined; or finally, one particular 
topic or sub-topic can be accessed in isolation like a standard board 
type. 

Special Features 
A variety of special message features are optionally available to you and 
your callers. Most of these special features can be selectively enabled 
or disabled through the setting of privilege level requirements in 
CEDIT. 

File enclosures ("electronic envelopes") is one of the primary special 
features. This allows users to upload a file (such as a data file or 
program) to the system along with a message. Whoever can access the 
message can then download the file enclosed with it, allowing enclosures 
in public or private messages. When the host message is deleted, the file 
enclosed with it is also automatically deleted. 

TBBS also provides return receipt capabilities, much like those of 
traditional paper mail. When a user desires a return receipt, he informs 
the system prior to saving a message. When the message is retrieved by 
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the recipient, TBBS will automatically send a message back to the 
sender letting him know the message was read. 

Reading of messages is normally accomplished on a board-by-board 
basis ( or topic-by-topic within topic boards). TBBS also provides com
bined read capabilities, which allow a user to read messages from any 
area he is authorized, in a single operation. The user can select or 
deselect which message boards are included in the combined read. 
(Electronic mail type boards are not included in combined reads, except 
for the System Operator.) The user's list of selected boards can option
ally be saved as part of the user's profile. (In topic areas, selected boards 
are always automatically saved.) 

TBBS also provides true message forwarding. This allows you or your 
users to pass any one of their messages to another recipient. Message 
forwarding also allows the movement of a message from one message 
board to another if desired. 

Of course, TBBS allows the deletion of messages too. Users can delete 
their own messages during a message reading operation. A message 
delete function can also be provided as a separate menu option. System 
Operators are able to delete any messages from the system, even if they 
are not a party to the message. 

Finally, TBBS allows two types of multiple mailings: carbon copies, and 
distribution lists. 

Carbon copies allow the sending of a message to a small list of users. 
The carbon copy list is entered as part of the message, much like the 
"cc:" line of a written letter. When the message is saved, a copy is 
delivered to each person on the cc: list. Carbon copy messages reference 
the original recipient - much like a paper carbon copy letter is still 
addressed to its original recipient - and they are specially formatted 
when displayed to the user. 

You can also use distribution mailing lists, and send a message to every 
user on the list. Each message is an "original" and no reference is made 
to the fact that the message was sent as part of a mailing list. Distribu
tions lists are prepared in advance as text files, which reside on the disk 
of the TBBS machine. 
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An Introduction to File Transfer and Display 
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Bulletin board systems are often used to provide access to access to file 
libraries. They are also an excellent tool for presenting a variety of text 
information to callers. For both of these related tasks, TBBS provides 
an array of presentation options that let you fine tune your system to 
your exact data distribution needs. 

File libraries serve as central-site data storage banks. They allow users 
to search through file directories (which you organize in a variety of 
ways) and download selected files to their own system. These files can 
be programs, information, text - any data which can be stored on disk. 
Your users can also upload files to the system to be added to a file 
library. 

Data is not limited to IBM PC compatible files - any computer data, 
regardless of the computer it comes from - can be stored and made 
available through TBBS. IBM, Macintosh and Amiga PCs; UNIX and 
VAX mini-computers; IBM mainframes; all of these computers and 
more can upload data to and download data from a TBBS installation 
through appropriate asynchronous communications links. 

Data can be uploaded and download as single files or in batches (groups 
of files). TBBS supports a wide range of file transfer protocols which 
handle the file exchange between computer systems. 

Text information display is another important element ofTBBS. Infor
mation, such as bulletins, technical data - anything in the form of text -
can be organized, displayed, indexed and searched via TBBS. 

If you have a need to transfer or display information and data to remote 
sites, TBBS has the tools you need to customize the presentation to your 
exact requirements. 
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File Transfer and Display in Detail 

TBBS provides several ways to display files to your callers. A variety of 
approaches to organizing file libraries is also available to you. Let's look 
at these capabilities in more detail. 

File Display 
TBBS' file display options allow you to show the contents of any 
standard text file to callers. You have a variety of ways to organize these 
files for access and display. 

You can use simple, single-file displays, which are frequently used for 
help or general information displays. There are also two methods of 
providing multiple file groupings, which are useful for product informa
tion, system bulletins - any situation where you need to group several 
related text files together for access under a single menu entry. 

TBBS provides a powerful keyword search text database function as 
well. This allows users to enter one or more keywords, for which TBBS 
will search a text index file. Upon locating any matches, the system will 
display the line of the index file on which the match occurs. You have 
the option of providing a four-character identifier on an index line which 
will allow the caller to retrieve a file of extended information for that 
index entry. Keyword search databases are excellent for such things as 
online troubleshooting guides or interactive help systems. 

File Transfer 
TBBS provides state-of-the-art tools for organizing files into file 
libraries, for easy access by callers. TBBS also provides several options 
for direct access to specific files by name and access to specific disk 
directories. 

With all file transfer functions within the system, TBBS provides a 
variety of protocols. From the ubiquitous XMODEM and KERMIT to 
advanced ZMODEM-90™ there is a protocol supported byTBBS that 
can be used by virtually any communications software or platform. 
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Simple file transfers can be offered in two forms: single file or group. 
Single file transfers reference a specific file by name. Such files are 
accessed directly from a menu entry, and the user is not required to 
enter or know the file's name. Group transfers reference a DOS direc
tory (list of files) and allow upload and/or download of any files from 
that directory under caller control. File libraries provide sophisticated 
methods to organize groups of files. There are several choices for how 
these libraries are displayed to the user, with optional file date, size and 
description. Separate libraries can be created, and you can group 
together smaller libraries for access from a single point. 

With file libraries, users have several file location tools available includ
ing searches by name or date and examination of the contents of file 
archives. Users may download selected files either individually or in 
batches. 

More Information 
A complete discussion of TBBS' file transfer and display capabilities -
including examples - can be found in Reference Manual Chapter 4. 
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Using TBBS in a Multi-Lingual Environment 

With dozens of prominent languages in the world, you may need to 
service callers who don't understand TBBS' default language- English. 
Callers in Canada may demand French in addition to English. If your 
system is in Europe, French, Spanish, German or other languages may 
be necessary. TBBS can provide these languages and more to your 
callers - simultaneously. A user on line 2 could be interacting with the 
system in English while a user on line 7 is using Italian. 

TBBS' multi-lingual capability extends to all internal text messages and 
external text files. These two sources of text encompass all user interface 
text in TBBS. Internal (non-menu) hot keys are also definable by 
language. This would allow, for example, a French-speaking user to 
respond with an O for "oui" instead of a Y for ''yes" in response to a 
yes/no question. 

TBBS' multi-lingual capabilities also include the routing of a user to 
independent menu structures based on the selected language. In this 
manner, and in combination with language-specific text messages and 
files, you can make available virtually independent systems based on the 
preferred language of the user. 

NOTE: Because TBBS does not actually translate languages dynami
cally, areas of your system such as messages always remain in the 
language in which they are entered. 
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How Multi-Lingual Works 
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Multi-lingual capability is enabled simply by configuring more than one 
language. If you only need one language-, even if it's not English- then 
you don't need to enable multi-lingual capabilities. (We'll discuss single
language systems with languages other than English later.) TBBS can 
support up to 9 different languages on a single system, lettered A 
through I. 

When a user calls the system, the very first step of the logon process is 
the selection of the user's preferred language. All languages defined are 
displayed, and the user selects their preference. 

The first area of multi-lingual support involves language modules which 
each contain the entire set of TBBS internal text messages and as
sociated hot keys. TBBS is supplied with one language module -
English. If you want additional languages on your system, you will need 
to translate the English module into the target language of your choice. 
(NOTE: eSoft may provide additional language modules over time. We 
also anticipate that some user-supplied language modules will be posted 
on our Support Board. Contact eSoft through the Support Board 
regarding the availability of additional language modules.) 

The second area of multi-lingual support involves the various text files 
on the system which are invoked by TBBS itself. Examples of such files 
are help files, banner files, new user information files and so on. It does 
not include text files you create which are referenced through a menu 
entry. TBBS employs a standard naming convention which allows you 
to translate and associate these special text files in the various languages 
you'll be using. 

The final area of multi-lingual support is your menu structure. When 
multi-lingual capabilities are enabled, TBBS will use an alternate 
method of referencing the top level menu depending on which language 
the user selected. You can then control the user's navigation capabilities 
from that point, ensuring that they receive menus written in their 
selected language. 

It's important to note that multi-lingual capabilities control the user 
interface only - how the user interacts with your system. Computer 
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technology is not yet advanced to the point where accurate, contextually 
correct language translation can be done easily "on-the-fly." For this 
reason, TBBS does not translate language itself, and messages posted 
on the system as well as text files associated with menu entries will be 
displayed in whatever language they were written in, regardless of what 
language the user selected at logon. 

If you want to use a single language on your system other than English, 
then you do not need to use TBBS' multi-lingual capabilities. Instead, 
you may simply translate the language module and the various text files, 
and you're finished. The text of your various menus is written in 
whatever language you prefer. 

Multi-Lingual in Detail 

So far, you've learned about language modules, and how multi-lingual 
support includes text files referenced by TBBS. You've also learned that 
the top level menu changes depending on which language a user selects. 
Now, let's take a look at how all these pieces are put together. 

Single Languages Other Than English 
If you only need to have one language on your system, but do not wish 
to use English, then your task is relatively simple. It begins with editing 
the standard language module supplied with TBBS to use the language 
of your choice for each internal text message. This process is discussed 
in more detail in the section "Language Modules and EDLANG" later 
in this section. 

You will also need to make sure that external text files (such as help files 
and banners) are edited and translated into your desired language. 
Since you create the menus on your system, they will of course have text 
in whatever language you use when you create them. 
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Configuring Multi-Lingual Capability 
If you want more than one language on your system, then you will begin 
by configuring the languages themselves. This process begins by creat
ing a LANGUAGE.BBS file which contains a list of the languages your 
system will have available. Afterward, you add a /L switch to the TBBS 
command line, which will instruct the software to operate in multi-lin
gual mode and use the LANGUAGE.BBS file. Refer to Reference 
Manual Chapter 1, Installation, for details on creating the LAN
GUAGE.BBS file. 

Once this configuration step is complete, any users who call the system 
will first be asked their preferred language before any other operations 
take place. 

For the duration of this section, let's assume you have configured three 
languages, as follows: 

Language 
English 
Deutsch (German) 
Espanol (Spanish) 

Language File 
STANDARD.LNG 
GERMAN.LNG 
SPANISH.LNG 

(The .LNG files could be named however you wish.) 

In this example, when users connect with the system, the first action 
to take place is the following prompt: 

<A> English 
<B> Deutsch 
<C> Espanol 
? 

Which one they select designates the language module which TBBS 
uses for all internal text and command keys for the duration of this 
call. It also designates the language letter, which is used by TBBS for 
the duration of the user's call in handling the various elements of 
multi-lingual capabilities. 
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Language Modules and EDLANG 
TBBS is supplied with one language module in English, named 
STANDARD.LNG. This file contains all internal text messages. Ex
amples of such messages include: 

Enter your FULL Name? 
Is this correct? 

From: 
To: 

During logon; 

In message handling. 

EDLANG is the program which is used to edit this (or other) language 
module files. If you wish to use one or more languages in addition to 
English, you can copy STANDARD.LNG to another file (GER
MAN.LNG, for example) then work with the new copy of the file during 
translation. 

Message by message, you would translate the text into the new language: 

From: 
To: 
Subject: 
<D>elete 

Von: 
Zu: 
Thema: 
< S > treichen 

You would also need to translate the various hot keys where applicable. 
In our previous example, the < D > elete command has an associated 
hot key (letter D) that would no longer be appropriate if the command 
is now named "streichen." Determining which hot keys are appropriate 
and ensuring they do not conflict with one another is part of the 
EDLANG language editing procedure you'll undertake to create lan
guage modules other than English. 

External Text Files 
There are a number of text files which TBBS uses (some optionally) in 
place of internal text messages. Help, banner, restricted data rate, and 
new user information files are all examples of such files. These are 
different from text files (such as bulletins, general information files, and 
so on) which you create and reference from within a menu. 
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External text files must also be translated in a multi-lingual environ
ment. TBBS uses a defined naming convention for these files. All of the 
files have the same base name, but the file extension varies as follows: 

.TXT Default (or Language A) plain text . 

. ANS Default ( or Language A) ANSI version of text file . 

. TLn Language-specific (Language B-H) text . 

. ALn Language-specific (Language B-H) ANSI version. 

The "n" in . TLn and .ALn represents the language letter the user 
selected at logon. (B is the second defined language, C the third defined 
language, and so on.) NOTE: Language "A" uses the default .TXT and 
.ANS files. 

NOTE: ANSI versions of the files are optional. You can place simple 
ANSI escape sequences within .TXT and .TLn files if you wish, and 
TBBS will automatically strip the ANSI from the files when displaying 
them to non-ANSI capable callers. If the .ANS or .ALn files are present, 
they will be shown to ANSI capable callers in lieu of the .TXT and .TLn 
versions, which will be shown only to non-ANSI callers. Use .ANS and 
.ALn files where you wish to keep ANSI and non-ANSI versions 
separate, or in situations where you have sophisticated ANSI screens to 
present (with animation, for example). See Reference Manual Chapter 
2 for additional information on ANSI. 

TBBS will always locate which file to present in the following sequence: 

1. Multi-lingual environment and language other than "A" selected? 
YES,go to 2. 
NO,goto4. 

2. ANSI caller and .ALn file exists? 
YES, display .ALn file, EXIT. 
NO,goto3. 

3. Does .TLn file exist? 
YES, display .TLn file, EXIT. 
NO,goto6. 
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4. ANSI caller and .ANS file exists? 
YES, display .ANS file, EXIT. 
NO,goto5. 

5. Does .TXT file exist? 
YES, display .TXT file, EXIT. 
NO,goto6. 

6. Is there an internal message to substitute? 
YES, display internal message, EXIT. 
NO, ignore missing file and do nothing. 

Some of the external text files have an internal substitute message (such 
as help files, which will substitute "Help file not available") while others 
do not (such as banner files, which will simply move on and display 
nothing if the file is missing). 

The default files (.TXT and/or .ANS) are used when only one language 
is defined on the system, or when language "A" is selected in multi-lin
gual environments. The language-specific files (.TLB through .TLI 
and/or .ALB through .ALI) are used when languages B through I are 
selected by the user. 

Multi-Lingual Menus 
The final area where multi-lingual capabilities have an impact is with 
your menu structure. Since menus are at the core of your system, it's 
important to have menus communicate with your users in their 
preferred language as well. 

When you configure multi-lingual capability, TBBS automatically chan
ges the name of the top level menu to match the selected language. 
Instead of using menu 0000 ( the default), TBBS will use menu 00Ln 
instead, where "n" the language letter the user selected. 

For example, if the user selected language B, then the top level menu 
TBBS will use for him is menu 00LB. It is your responsibility to ensure 
that the proper top level menu exists for each defined language. You 
will also design the menu flow from that point onward, letting the user 
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navigate to language-specific menus (named any way you see fit) as 
required. 

The only exception is language "A" which uses the standard top level 
menu - menu 0000. 

Other Considerations 
We should remind you again that TBBS is not capable of dynamically 
translating among languages. For this reason, the following areas are 
not directly affected by multi-lingual functions, and will be displayed in 
whatever language was used in their creation: 

Messages Electronic mail and public message conferences 
will be displayed as-is. 

Text You Text files, such as bulletins, news files, instructional 
Create files and so on which are implemented as menu 

entries will displayed as-is. You are responsible 
for ensuring that the files are written in the 
correct language for the menu the user has 
accessed. 

CEDIT This includes message board and conference 
Text names, logon and logoff greetings, and so on. 

Of course, TBBS itself and its various utilities are programmed in 
English, and remain that way independent of multi-lingual capabilities. 
You, the System Designer and Operator, are the only person affected 
by this however. 
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